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INTRODUCTION

In January 2007, CBS News chief foreign correspondent Lara Logan sent out an e-mail asking for help. She objected to the fact that a story developing two blocks from her office in Baghdad was being “ignored” by the CBS Evening News, which normally aired her reports.¹ Less than two miles away from the seat of Iraq’s government, in Baghdad’s “Green Zone,” footage showed what appeared to be several Iraqi army soldiers fallen in combat, and the bodies of several Iraqi civilians showing clear signs of torture. Buildings smoldered and crumbled nearby.² The CBS Evening News didn’t run the story, even though it found time in January for stories on the Super Bowl, soccer,

lottery winners, horse racing, and reality television shows. The footage appeared on YouTube, a subsidiary of Google, however, and has been viewed more than 25,000 times.

Many Internet users sought out another Logan scoop on YouTube, where Logan’s report about children starving nearly to death in an Iraqi orphanage, and her interview with CNN about attempts by the U.S. government to suppress the story, were viewed more than 10,000 times. About a year after that story aired, Logan told The Daily Show that the American public was grossly uninformed on the wars in Iraq and Afghanistan, and that the soldiers fighting them felt forgotten. She noted that the media never shows footage of dead

---


4 Battle for Haifa Street (YouTube online video Jan. 26, 2007), http://www.youtube.com/watch?v=VJeNkQefPok.

5 On or about June 10, 2007, U.S. Army soldiers on patrol in Baghdad, along with Iraqi units they were advising, chanced upon a government-run orphanage housing twenty-four disabled Iraqi boys chained to their cribs in 100-degree heat, covered in flies and obviously starving. CBS Morning News: U.S. Soldiers Find Starving Special Needs Orphans in Iraq Tied to Their Cribs (CBS television broadcast June 19, 2007) (transcript available on Lexis Nexis; search “Transcripts” database for exact phrase “starving special needs orphans” using terms and connectors search). Even though the Iraqi Prime Minister ordered the officials in charge of the orphanage arrested, its manager appeared in a press conference with the Iraqi Labor and Social Affairs Minister to defend the orphanage and its leadership. Id. Ms. Logan found out about the story and saw photographs of the facility, but was initially told by a U.S. official that she needed Iraqi government permission to air the story in the United States. Id. The official relented when she reminded him or her that she had photographs of American, not Iraqi, soldiers carrying the boys out of the orphanage. Id. The Iraqi Labor and Social Affairs Minister called the story a manipulation and distortion of the facts in order to celebrate the Americans’ “alleged kindness.” Id. The Minister obtained his post by being affiliated with the political party of Muqtada al-Sadr, whose followers took over Iraq’s Health Ministry and reportedly used it to torture and murder dozens of hospital patients, disposing of their bodies in mass graves. See Fareed Zakaria, Iraq’s Dark Day of Reckoning, Newsweek, Oct. 16, 2006, at 43; CNN Reliable Sources: Bloomberg Leaves GOP (CNN television broadcast June 24, 2007) (transcript available at http://transcripts.cnn.com/TRANSCRIPTS/0706/24/rs.01.html). For the videos and viewer counts, see: First Look: Iraqi Orphanage (CBS News) (CBS television broadcast June 19, 2007), available at http://www.youtube.com/watch?v=cwVgb-PUU8; First Look: Piloting Success (CBS News) (CBS television broadcast June 19, 2007), available at http://www.youtube.com/watch?v=O2tskEynogI (viewed 335,391 times, posted by CBS itself).
soldiers to the American public, so that “nobody really understands”
the wars except those living them.6 “If I were to watch the news that
you’re hearing in the United States . . . it would drive me nuts,” she
added.7

Several lawsuits are pending that could remove all such underre-
ported and otherwise suppressed stories from YouTube and other
Internet services. Viacom, which owned CBS until they split in 2005,
is suing YouTube for $1 billion over copyrighted video.8 Other plain-
tiffs have filed a putative class action against YouTube on behalf of
thousands of copyright owners.9 Both suits seek injunctions of the
type that shut down Napster in 2001.10

These suits raise several important questions about the future of
media policy and freedom of expression in both the United States and
around the world, as YouTube is available in many other countries
(unless they happen to be blocking it that day).11 These questions
include: What responsibility does an Internet corporation like You-
Tube have for the unauthorized posting of CBS or CNN footage onto
its site? What procedures must a copyright holder like CBS or CNN
follow to inform YouTube of its rights, or to institute a claim for
infringement in the event that an amicable resolution cannot be
reached? What will the effects be on access to information and free-
dom of expression in the United States and around the world if such
lawsuits, or the threats that they will be filed, become widespread?

This Article will analyze the legal and human rights implications
of efforts by copyright owners such as Viacom to “opt out” of sites such
as YouTube. The thesis is that courts and legislatures should reject
the argument by copyright owners that absent a license agreement

6 The Daily Show with John Stewart: Lara Logan (Comedy Central television broad-
videoId=173871&title=Lara-Logan.
7 Id.
8 See Frank Ahrens, Viacom Sues YouTube over Copyright, WASH. POST, Mar. 14,
2007, at D2.
9 See Amended Class Action Complaint at 2–6, Viacom Int’l Inc. v. YouTube Inc.,
2008 WI. 2627388 (S.D.N.Y. 2007) (No. 07 Civ. 3582) (the class action between The
Football Premier League Limited and Youtube was joined with the Viacom action).
10 See id. at 54; Ahrens, supra note 8 (noting that Viacom is seeking an injunction
to prevent YouTube from posting additional copyrighted material); Napster Forced to
1420204.stm (“Song-swapping service Napster was forced to shut down its website
temporarily . . . .”).
11 See, e.g., Thomas Fuller, Thailand Blocks Users’ Access to YouTube, N.Y. TIMES, Apr.
5, 2007, at C12; Posting of Stan Schroeder to Mashable: All That’s New on the Web,
respecting a copyrighted work, technology and Internet companies should be forced to monitor for and technologically filter out any quotations or clips on their sites unless a copyright owner “opts in” to being included on the site. Instead of this type of an “opt-in” framework, judges and policymakers should require the copyright owner to identify the location of a specific infringing copy on the Internet with adequate detail to permit an Internet service provider to respond by removing the copy from its site once it has confirmed that the copy is infringing. This “opt-out” framework will better preserve innovative technologies for guaranteeing the human rights to adequate information and freedom of expression than would a different, opt-in system, which would establish copyright holders and online intermediaries as more intrusive censors of Internet users’ speech and available information.

Part I will briefly describe the development of Web 2.0 services such as YouTube, and the complex intellectual property issues they create. Part II presents a thumbnail sketch of copyright law and limitations on copyright in the United States and Europe. Part III traces the case law in the United States on opting out of the Internet, from the early cases in which courts struggled with the possibility that copyright law would chill the development of online services, to the more recent judicial consensus shielding online intermediaries from liability as long as they do not purposefully disregard opt-outs identifying specific infringing content. Part IV advances the scholarship in this field by showing that European courts have erected a similar knowledge-based opt-out framework for online intermediaries, although some cases have bucked this trend. Part V addresses, and rebuts, the common objection that international copyright treaties preclude the establishment of an opt-out regime in Internet copyright cases. Finally, Part VI provides an overview of currently pending cases that will define the future of Web 2.0 and other online services such as digital libraries and news aggregators. In conclusion, the benefits of adopting an opt-out rather than an opt-in framework for copyright disputes on Google, YouTube, eBay, Wikipedia, and other online services are surveyed and assessed against some potential costs. Weighing the harms to communication and access to knowledge posed by a general obligation of Internet service providers to monitor and censor their networks against the benefits, this Article comes down against such an obligation, and in favor of an opt-out system.12

12 For a previous publication addressing similar questions, see Oren Bracha, Standing Copyright Law on Its Head? The Googlization of Everything and the Many Faces of Property, 85 Tex. L. Rev. 1799, 1804–05 (2007) (arguing that an opt-out rule regulat-
I. THE DEVELOPMENT OF WEB 2.0

Although the U.S. government pioneered computers as early as the 1940s and the precursor to the Internet starting in the late 1960s, members of the public only began to adopt these technologies in large numbers in the 1980s. Starting in about 1991, the World Wide Web opened up the Internet to a wider universe of readers, and politicians became more active in underwriting popular access to an “information superhighway” of electronic resources and federally collected information. The Web doubled in size every year in the 1990s, as tens of millions of Americans subscribed to the providers of Internet connectivity like America Online and began to utilize Web hosting services like GeoCities, portals like Yahoo!, search engines like AltaVista, social networking sites like Classmates.com, and other Internet service providers (collectively, ISPs). By 2007, most subscribers to providers of dial-up Internet service had migrated to high-speed broadband service. The increased bandwidth of broadband Internet access facilitated the streaming and transfer of audio, video, and game content in Web 2.0.

Web 2.0 is growing more popular as an umbrella term for diverse Internet-based services. They are distinguished by their somewhat
richer multimedia content and higher degree of interactivity and user control from older, “Web 1.0” sites like online newspapers or portals. Web 2.0 sites range from social networking sites to virtual worlds, user-generated content platforms, peer produced–public domain encyclopedias, next-generation peer-to-peer file-sharing technologies, enhanced weblogs (also known as blogs), and audio and video blogs (also known as podcasts and vlogs, respectively). Among social networking sites, MySpace, Facebook, and LinkedIn are leaders as measured by numbers of users and market value. Virtual worlds and online games like World of Warcraft, Guild Wars, City of Heroes, and Second Life claim tens of millions of virtual residents and participants. Among user-generated content sites, YouTube, MySpace, Facebook, Google Video, MSN Video, DailyMotion, and Flickr are prominent in terms of their legions of viewers and contributors. Wikipedia is the clear leader in the area of user-generated content based in large part on public domain material, although its imitators are also expanding rapidly. BitTorrent is probably the most popular of the more advanced peer-to-peer file-sharing networks. Podcasts seem to be everywhere, with more than 18.5 million listeners by the end of

21 See Eric Barbry, Web 2.0: Nothing Changes . . . but Everything Is Different, COMMCS & STRATEGIES, 1st Quarter 2007, at 91–92 (explaining that the Web 2.0 design, which favors “collaborative and social exchanges” is a “return to the basics of the original internet”); Niva Elkin-Koren, Making Room for Consumers Under the DMCA, BERKELEY TECH. L.J. 1119 (2007); Sheila Dabu, Reaching for Higher Learning on YouTube, TORONTO STAR, Aug. 13, 2007, at L3, available at http://www.thestar.com/article/245619. Peer-to-peer file-sharing software accesses directories of users and files maintained by the software’s provider or other users, which directories then communicate the Internet addresses of users with specific files to other users seeking those files, whose computers then establish connections with the providing users and download copies of MP3 or other files directly. See Metro-Goldwyn-Mayer Studios Inc. v. Grokster, Ltd., 545 U.S. 913, 919–20 (2005); A&M Records, Inc. v. Napster, Inc., 293 F.3d 1004, 1011–12 (9th Cir. 2001).

22 For a brief description of one of these virtual worlds, Second Life, see Bragg v. Linden Research, Inc., 487 F. Supp. 2d 593, 595–96 (E.D. Pa. 2007).


2007, but among the most popular are those available on Apple’s iTunes service.

Web 2.0 raises intellectual property (IP) issues that are similar in kind to, but somewhat more complex than, those raised by more traditional Web and file-sharing technologies. Like the Web 1.0 sites of Free Republic, MP3.com, or Napster that preceded them, sites like MySpace and YouTube stand accused of facilitating the infringement of copyrights in thousands or even millions of songs, television shows, and motion pictures. As a result, the figure of the Internet user fighting a big corporation to access information, or to preserve the right of free expression in Web or video form, is becoming an iconic one in American culture. The World Wide Web and user-generated content sites such as YouTube frequently trigger threats from copyright holders when their users submit content referencing, parodying, or sampling copyrighted work. Unlike Napster, however, these companies were not founded with the intent to distribute copyrighted music to

---


27 See Rob Pegoraro, Zippity Zune? Nah., WASH. POST, Nov. 15, 2007, at D1; see also Posting of Rick to Burning Questions, http://blogs.feedburner.com/feedburner (Apr. 18, 2006) (noting that in 2006, all subscription services other than iTunes made up only 43% of subscription market share, according to one of Apple’s competitors).

28 One recent scandal involved Volkswagen attempting to suppress a parody of one of its recent advertisements, which made a biting commentary on the company’s Nazi past. See David Kravets, VW ‘Nazi’ Subpoena Points Up YouTube Privacy Risks, WIRED NEWS, Sept. 17, 2007, http://www.wired.com/entertainment/hollywood/news/2007/09/vw_parody_ad (reporting that after Volkswagen filed a subpoena seeking the identity of a user for allegedly violating copyrights, the doctored video was removed from YouTube). Another famous story involved the mother of a young baby who posted to YouTube a 29-second video of her child dancing to the tune of Prince’s “Let’s Go Crazy.” See Jim Avila et al., The Video Prince Doesn’t Want You to See, ABC NEWS, Oct. 27, 2007, http://abcnews.go.com/thelaw/story?id=3777651&page=1. YouTube informed her that her video had been removed from the site due to a complaint by Prince’s record label Universal Music Group. She grew afraid that she would be sued for thousands of dollars, as some people have been sued for sharing hundreds of songs over peer-to-peer file-sharing sites like Kazaa. See id. Then she became angry, filed a response with YouTube that got her video placed back on the site, and filed a lawsuit against Universal in federal court seeking damages for misrepresentation of copyright infringement and interference with contract. See id. She remarked: “The idea that putting a little video of your kid up on YouTube can mean you have to go to court, and maybe declare bankruptcy and lose your house, is just wrong.” Catherine Rampell, Standing Up to Takedown Notices; Web Users Turn the Tables on Copyright Holders, WASH. POST, Oct. 19, 2007, at D01. Her complaint was dismissed, but she was allowed to amend it. See Lenz v. Universal Music Corp., No. 07-3783, 2008 WL 962102, at *1 (N.D. Cal. Apr. 8, 2008).
the masses without charge. They have also responded expeditiously to allegations of infringement and developed filtering technology to keep repeat postings to as low a level as practically feasible.\textsuperscript{29} BitTorrent is said to be emblematic of the radically decentralized model of many Web 2.0 services, with every user capable of becoming a producer in a matter of moments, and less surveillance and administration of the downloading process than, for example, Napster.\textsuperscript{30} Virtual worlds, such as City of Heroes, and commons-based content, such as Wikipedia, have encountered and developed internal procedures to resolve scores of subtle copyright and trademark disputes every week, ranging from the scope of permissible copying of historical accounts, to imitation of comic book and movie characters, to trademark dilution.\textsuperscript{31}

II. COPYRIGHT LAW IN THE UNITED STATES AND THE EUROPEAN UNION

A. Exclusive Rights

In the United States, the Copyright Act of 1976\textsuperscript{32} (Copyright Act) governs exclusive rights in works of authorship.\textsuperscript{33} The Copyright Act provides an author with the exclusive right to reproduce, distribute, publicly display or publicly perform the work, or to prepare derivative works based upon it.\textsuperscript{34} These rights may be implicated by online activ-

\textsuperscript{29} See Elise Ackerman, Google to Filter YouTube, OAKLAND TRIB., Feb. 24, 2007, available at http://findarticles.com/p/articles/mi_qn4176/is_20070224/ai_n18638823 (quoting Google Chief Executive Eric Schmidt as saying that “filtering technology was one of the company’s ‘highest priorities’”).

\textsuperscript{30} See Barbry, supra note 21, at 99.

\textsuperscript{31} See, e.g., City of Heroes and City of Villains End User License Agreement (Feb. 2006), http://eu.cityofheroes.com/support/terms.html (stating that NCsoft Europe, publisher of City of Heroes, “reserves the right, in its sole discretion, to (1) delete or alter any Customer-created ingame data or (2) terminate any license granted herein, for any reason whatsoever, including, without limitation, any suspected or actual infringement of any trademark or trade name right, copyright, or other proprietary right”); Play NC Legal Notice, http://www.plaync.com/us/help/legal.html (last visited Sept. 21, 2008) (“NCsoft does not permit . . . infringement of Intellectual Property Rights on its Sites, and NCsoft will remove all User Submissions . . . if properly notified . . . without prior notice.”).


\textsuperscript{33} 17 U.S.C. §§ 102, 103 (2006).

\textsuperscript{34} Id. § 106.
ities, such as duplicating, imitating, or simulating works; dissemi-
ating of physical or electronic copies by sale, other transfer of
ownership, rental, lease, or lending; sending an image of a work to
a material object such as a computer in which the work can be per-
ceived; transmitting a performance of a work to the public by means
of a device or process; or creating an independent work that incor-
porates, adapts, or constitutes a sequel to the copyrighted work.

The Treaty on European Union permits the European Council of
Ministers to issue directives, which are binding on the member states
but may be implemented somewhat differently in various member
states. The EU Copyright Directive of 2001 (Copyright Directive)
similarly requires E.U. members to guarantee authors, musicians,
record producers, and movie and television producers the exclusive
rights to reproduce or distribute their works, or communicate them
to the public by wire or wireless communication. Although the issue
is not entirely clear, “communication to the public” is said to extend
to the right to display publicly, publicly perform, or broadcast over
the Internet. E.U. member states provide varying levels of derivative
work or “adaptation right” protection.

(Blackmun, J., dissenting) (citing H.R. Rep. No. 94-1476, at 61 (1976); S. Rep. No. 94-
473, at 58 (1975)).

U.S.C. § 106, as amended, prohibits distribution of copies of copyrighted material “by
sale or other transfer of ownership, or by rental, lease, or lending” (quoting 17 U.S.C.
§ 106)).

37 See 17 U.S.C. § 101; see also Video Pipeline, Inc. v. Buena Vista Home Entm’t,
Inc., 342 F.3d 191, 194 (3d Cir. 2003) (holding that showing video clips on a website constitutes copyright infringement).

38 See 17 U.S.C. § 101; see also NFL v. Primetime 24 Joint Venture, 211 F.3d 10, 12
(2d Cir. 2000) (holding that unlicensed transmissions of NFL games to satellite sub-
scribers were public performance sufficient to constitute copyright infringement).

39 Lewis Galoob Toys, Inc. v. Nintendo of Am., Inc., 964 F.2d 965, 967–69 (9th
Cir. 1992).

40 See Consolidated Version of the Treaty Establishing the European Community
art. 249, 2006 O.J. (C321) 37, 153.

Directive].

42 Id. arts. 2–4.

43 WORLD INTELLECTUAL PROP. ORG. (WIPO), WIPO GUIDE ON THE LICENSING OF
COPYRIGHT AND RELATED RIGHTS 35 (2006) [hereinafter WIPO].

44 See PASCAL KAMINA, FILM COPYRIGHT IN THE EUROPEAN UNION 217–26, 322–32
(2002).
The exclusive rights guaranteed by copyright law do not extend to “the fair use of a copyrighted work,” however. “Fair use” is defined by statute in the United States to include reproduction for purposes such as teaching, scholarship, research, criticism, comment, or news reporting. Whether any particular use is “fair” is determined by reference to several factors, specifically: whether the use is commercial or nonprofit, what type of work is made use of, the amount and substantiality of the portion of the work used, and the effect of the use on the potential market for or value of the work. For example, television owners who recorded copyrighted movies and television programs on videocassettes for viewing at a more convenient time engaged in a fair use that had no demonstrable detrimental effect on copyright owners. Similarly, parody of a copyrighted work is a creative, “transformative” use that may be fair despite commercial motives, depending on the effect of a particular parody on the licensing market for the original.

The Copyright Directive also permits E.U. members to create statutory exceptions and limitations on copyright that do not supplant the main market for a work. For example, it allows exceptions or limitations to a copyright holder’s reproduction and communication rights, assuming appropriate credit is provided, for purposes including: “incidental inclusion” of one work in another work; non-commercial illustration of information for teaching or scientific research; library terminals reproducing or communicating portions of books or movies; news reporting or broadcasting; quotations in a criticism or review “in accordance with fair practice”; caricature or parody; dissemination of information concerning political speeches and “public lectures or similar works”; official or religious celebrations; public architecture or sculpture; a demonstration or repair of equipment; and “certain other cases of minor importance where [non-digital] exceptions or limitations already exist under national law.”

---

46 Id.
47 Id.
50 Copyright Directive, supra note 41, art. 5(3)(o).
C. Other Exceptions to Copyright

The Copyright Act contains several other limitations on copyright designed to implement Congress’ public policy objectives to preserve specific corporations, industries, and technologies from litigation and licensing fees that threaten to become excessive in the absence of special immunities. Employers, for example, are exempt from the requirement that they license their employees’ works in writing for commercial use or face copyright infringement suits;\(^{51}\) the law instead vests the copyright directly in the employer, even without a contract specifying as much, under the fiction that the work was “made for hire.”\(^{52}\) Libraries and archives enjoy immunity for their role in the reproduction and distribution of books, articles, and recorded audio to library patrons, and for the reproduction and distribution of up to three copies of a work for preservation purposes or transfer to another library or archive.\(^{53}\) Used book, music, and movie sellers benefit from the limitation of copyright to the “first sale,” and refusal of any resale royalty right to the copyright owner.\(^{54}\) Musical compositions are subject to a statutory license that precludes songwriters from preventing record labels from making new arrangements of their songs as long as they pay a set fee.\(^{55}\) Owners and operators of radio, cable television, and satellite radio and television facilities benefit from exemptions and statutory licenses that likewise stop copyright holders from exercising the sort of control they do over books.\(^{56}\)


\(^{52}\) Id. § 101 (defining “work made for hire”); id. § 201(b) (establishing employers, rather than actual creators, as authors of works “made for hire”); see also Cnty. for Creative Non-Violence v. Reid, 490 U.S. 730, 738-39 (1989) (laying out four criteria to define “work for hire”).


\(^{54}\) LAWRENCE LESSIG, CODE 177 (2006).


ers of digital audio home recording devices also receive special treat-
ment in the form of a prohibition on copyright suits. Finally, 
webcasters qualify for a statutory license of about one-thousandth of 
one dollar for every time a user listens to a song, a rate that may 
seem low but that actually dwarfs the royalties paid by traditional or 
satellite radio.

The Copyright Directive also authorizes a number of analogous 
exceptions. These include reproductions by: network intermediaries 
to allow third persons to transmit information to one another; natural 
persons for private noncommercial use assuming fair compensation in 
the aggregate to copyright owners; libraries, universities, schools, and 
archives for purposes other than “direct or indirect economic or com-
mercial advantage”; broadcasters making recordings of other broad-
casters’ works and preserving such works in archives, hospitals or 
prisons; and users of sheet music in certain circumstances.

III. OPTING OUT OF THE INTERNET IN THE UNITED STATES

A. The Early Cases: Threats of “Unreasonable” Liability

The Copyright Act, standing alone, provides little support for the 
contention that Internet companies should be held liable for index-
ing or hosting webpages or other user-generated content, or for main-
taining databases summarizing the contents of libraries, Internet 
users’ hard drives, or other vast troves of information. Nothing in the 
Copyright Act makes a company liable for the actions of its customers 
or other persons. By contrast, the Patent Act does establish liabil-
ity for contributing to or inducing infringement by another, indicat-

(explaining the breadth of the § 1008 prohibition on copyright suits).
58 See 17 U.S.C.A. § 114; see also Digital Performance Right in Sound Recordings: 
webcaster royalties of $.0014 per play for 2008 and $.0018 for 2009); John C. Dvorak, 
Killing Internet Radio, PC Mag., Mar. 4, 2002, http://www.pcmag.com/article2/0,2817, 
4212,00.asp (describing “the 0.07-cent royalty proposed for the commercial broadcasters 
who do Internet broadcasting, versus the 0.14-cent royalty for those who do 
Internet-only broadcasting” as a conspiracy orchestrated by the radio stations).
59 The legislation obliging webcasters to pay special royalties to record labels does 
not apply to traditional radio broadcasters, who pay no such royalties. See 17 U.S.C. 
§ 114(b).
60 Copyright Directive, supra note 41, arts. 5(1)–(2).
61 See Sony Corp. of Am. v. Universal City Studios, Inc., 464 U.S. 417, 434, 439 
63 See id. § 271(b)–(c).
ing that Congress knew how, but refused, to establish similar liability for persons or companies facilitating copyright infringement. Similarly, section 107 of the Copyright Act suggests that many of the core uses of the Internet—to send or receive information for research, scholarship, education, news reporting, criticism, and “comment”—are the archetypal “fair uses” that are “not an infringement of copyright.” At the time that the Copyright Act was enacted, courts understood that the reproduction of elements of copyrighted works in order to create an index of them is a fair use, because it is an enterprise that may “save researchers a considerable amount of time and, thus, facilitate the public interest in the dissemination of information.” Likewise, they held that the widespread photocopying of copyrighted books and journals in their entirety was a fair use because the free dissemination of information is in the public interest and advances the progress of the arts and sciences.

Despite the sharp distinction drawn in the Copyright Act between informational and entertaining uses, and between one person’s actions and those of another, in the 1980s and 1990s the federal courts increasingly imposed liability for efforts to improve access to information, and expanded the scope of secondary liability for infringement. The imposition of such new forms of liability expanded in several stages. First, in Sony Corp. of America v. Universal City Studios, Inc., the Sony case, the Supreme Court endorsed a series of lower court decisions holding that the operators of entertainment

64 See Sony, 464 U.S. at 434–35, 440 (contrasting the Copyright Act, which “does not expressly render anyone liable for infringement committed by another,” with the Patent Act, which holds contributory actors liable for infringement); cf. Central Bank of Denver v. First Interstate Bank of Denver, 511 U.S. 164, 176–77 (1994) (declining to recognize aiding and abetting liability under section 10(b) of the Securities Exchange Act, because Court’s review of related statutes revealed that “Congress knew how to impose aiding and abetting liability,” but had not expressly done so).


66 N.Y. Times Co. v. Roxbury Data Interface, Inc., 434 F. Supp. 217, 221 (D.N.J. 1977); see also Fin. Info., Inc. v. Moody’s Investors Serv., Inc., No. 81 Civ. 6001, 1984 WL 2119, at *4 (S.D.N.Y. Jan. 10, 1984), aff’d, 808 F.2d 204 (2d Cir. 1986) (“[C]ommercial interest does not alone defeat a fair use defense . . . . [I]n making available needed . . . information, [plaintiff] is performing a public function which clearly brings it within the ambit of the first requirement for fair use protection.” (citations omitted)).

67 See Williams & Wilkins Co. v. United States, 487 F.2d 1345, 1352–53 (Ct. Cl. 1973), aff’d by an equally divided Court, 420 U.S. 376 (1975) (per curiam).

68 For a nice overview on the fair use principles announced in the cases discussed below, see Michael W. Carroll, Fixing Fair Use, 85 N.C. L. Rev. 1087, 1092–1107 (2007).

69 464 U.S. 417.
facilities or events such as concerts, dance halls, cocktail lounges, racetracks, or radio stations could be liable for contributing to or profiting from the infringement of their subcontractors, while remaining somewhat unclear about whether its decision would apply to the operators of facilities for research or information such as libraries, photocopying equipment, or computer networks.\textsuperscript{70} Second, the Supreme Court in 1985 reached the surprising conclusion that a political magazine could not paraphrase and quote as it wished from a former President’s political memoirs to comment upon his presidency.\textsuperscript{71} The Court relied heavily in its opinion on a case involving the screenplay for a motion picture about a high-society murder, thereby continuing the unfortunate aspect of the \textit{Sony} case to collapse informational and entertaining copies.\textsuperscript{72} Third, lower court cases in the 1990s began to hold that computer and Internet services could be liable for information uploaded or transferred by their users. In so finding, these courts combined the doctrine of contributory or vicarious infringement of copyright from the videocassette case with the overly narrow construction of fair use articulated in the presidential memoirs case.\textsuperscript{73}

\textsuperscript{70} Id. at 437 (citing, inter alia, Famous Music Corp. v. Bay State Harness Horse Racing & Breeding Ass’n, 554 F.2d 1213 (1st Cir. 1977); Gershwin Publ’g Corp. v. Columbia Artists Mgmt., Inc., 443 F.2d 1159 (2d Cir. 1971); Shapiro, Bernstein & Co. v. H.L. Green Co., 316 F.2d 304 (2d Cir. 1963); Deutsch v. Arnold, 98 F.2d 686 (2d Cir. 1938); Dreamland Ball Room, Inc. v. Shapiro, Bernstein & Co., 36 F.2d 354 (7th Cir. 1929); KECA Music, Inc. v. Dingus McGee’s Co., 432 F. Supp. 72 (W.D. Mo. 1977); Screen Gems-Columbia Music, Inc. v. Mark-Fi Records, Inc., 256 F. Supp. 399 (S.D.N.Y. 1966)).


\textsuperscript{72} See id. at 568–69 (1985); see also Sheldon v. Metro-Goldwyn Pictures Corp., 309 U.S. 390, 406 (1940) (holding that a copyright holder may recover all the proceeds of a performance in violation of the copyright, even where the copyrighted material is only a small part of the final performance).

\textsuperscript{73} See, e.g., Sega Enters. v. MAPHIA, 948 F. Supp. 923, 933 (N.D. Cal. 1996) (holding that a computer network operator is “liable if he knew of the users’ infringing actions, and substantially participated by inducing, causing or materially contributing to the users’ infringing conduct,” and that the network’s “role in the copying, including providing facilities, direction, knowledge, encouragement, and seeking profit, amounts to a prima facie case of contributory copyright infringement” (citing Religious Tech. Ctr. v. Netcom On-Line Commc’ns Servs., Inc. (\textit{Netcom I}), 907 F. Supp. 1361, 1382 (N.D. Cal. 1995))); Religious Tech. Ctr. v. Lerma (\textit{Lerma II}), 40 U.S.P.Q.2d (BNA) 1569, 1574–75 (E.D. Va. 1996) (finding that a critic of Scientology who posted its relevant documents to the Internet did not engage in fair use where he added little or no commentary or categorization to the documents); \textit{Netcom I}, 907 F. Supp. at 1373 (“Liability for participation in the infringement will be established where the defendant, ‘with knowledge of the infringing activity, induces, causes or materially contributes to the infringing conduct of another’” (quoting Gershwin, 443 F.2d at 1162)); Religious Tech. Ctr. v. F.A.C.T.NET, Inc., 901 F. Supp. 1519, 1524–28
One of the first large entities to attempt to opt out of the Internet with respect to its copyrighted works was the Church of Scientology, which achieved mixed results for its efforts. Scientology officials promise to solve “most human problems” by revealing to the group’s members purportedly secret teachings showing that many emotional or psychological problems “can be traced to lingering spirits of an extraterrestrial people massacred by their ruler, Xenu, over 75 million years ago.”

They have earned hundreds of millions of dollars per year selling access to various teachings, documents, and narratives of extraterrestrial activity.

Scientology leaders alleged that the religion’s critics infringed copyrights when exercising their free speech rights, and initially subjected these critics to a harsh campaign of privacy violations in the course of enforcing these copyrights. Federal marshals, and the Scientology private investigators that they brought with them, searched the critics’ computer hard drives and private papers, seizing their computer and paper files for copying and retention by Scientology officials.

Federal judges later indicated that these searches and seizures may not have been necessary or appropriate. One declared: “The court is disturbed by the possibility that [the Scientologists] copied the entirety of [a] hard drive onto a tape for examination at their leisure . . . . [Without] consent . . . this would constitute a significant intrusion into [its owner’s] private affairs that was not justified . . . .”

Scientology sued Dennis Ehrlich and its other critics in an effort to suppress their exposure of damaging, but supposedly “secret” and copyrighted, documents. Mr. Ehrlich’s case resulted in significant deci-

---

74 *Lerma II*, 40 U.S.P.Q.2d (BNA) at 1571.
75 See Richard Behar, *The Thriving Cult of Greed and Power*, TIME, May 6, 1991, at 50–57 (detailing history and activities of the Church of Scientology and arguing that the organization falsely presents itself as a religion in order to perpetuate a “ruthless global scam”).
sions by a federal court on the liability of online intermediaries for copyright infringement, and received coverage from CNN and the New York Times for its implications on the rights of Internet users to quote from or reproduce a copyright holder’s own damning words in order to discredit its message. Other Scientology critics helped to establish significant precedents or drew noteworthy publicity to the ways in which civil laws ranging from IP to defamation may censor Internet speech. Most important, however, was the conclusion of Judge Ronald Whyte in the Northern District of California, which covers Silicon Valley, that Netcom’s networks “do no more than operate or implement a system that is essential if [its] messages are to be widely distributed. There is no need to construe the [Copyright] Act to make all of these parties infringers.” Judge Whyte analogized ISPs to telephone companies who are not liable for infringing calls. As with the telephone companies, an ISP’s “lack of knowledge will be found reasonable and there will be no liability for contributory infringement for allowing the continued distribution of the works on its system.”

B. The “Safe Harbors” of the Digital Millennium Copyright Act

In 1998, Congress established several additional copyright exemptions that were necessary to ensure the continued operation and growth of the Internet. In the Digital Millennium Copyright Act


81 Netcom I, 907 F. Supp. at 1368–69, 1370 n.12, 1374.

82 Id. at 1374. The court also stated that Netcom does not invite copyright infringement based on offering its users “regulation-free Internet access.” Id. at 1377.
(DMCA) of 1998, Congress enacted several “limitations of liability” that are intended to apply even if an ISP “is found to be liable under existing principles of law.” These safe harbors largely mirrored the conclusions of Judge Whyte in the Netcom I case. As a senator and key architect of the DMCA stated:

[T]he potential of the Internet, both as information highway and marketplace, depends on its speed and capacity. Without clarification of their liability, service providers may hesitate to make the necessary investment to fulfill that potential. In the ordinary course of their operations service providers must engage in all kinds of acts that expose them to potential copyright infringement liability.

For example, service providers must make innumerable electronic copies in order simply to transmit information over the Internet. Certain electronic copies are made to speed up the delivery of information to users. Other electronic copies are made in order to host World Wide Web sites. Many service providers engage in directing users to sites in response to inquiries by users or they volunteer sites that users may find attractive. Some of these sites might contain infringing material. In short, by limiting the liability of service providers, the DMCA ensures that the efficiency of the Internet will continue to improve and that the variety and quality of services on the Internet will continue to expand.

Another senator who was a driving force behind the DMCA explained that he “did not come to Washington to vote for a bill that could be used to ban the next generation of recording equipment,” and emphasized that “nothing in the bill should be read to make it unlawful to produce and use the next generation of computers or VCRs or whatever future device will render one or the other of these familiar devices obsolete.” He declared that “safe harbor” should be construed broadly to encourage “entrepreneurship” and the development of “consumer oriented products.”

Under the DMCA, no copyright action may lie for damages against companies providing Internet connectivity or transmitting or routing material over the Internet, and injunctive relief against them

85 MARK A. LEMLEY ET AL., SOFTWARE AND INTERNET LAW 741 (3d ed. 2006); see also Netcom I, 907 F. Supp. at 1377 (explaining that even if a copyright holder’s exclusive rights were violated, there would not be an infringement if limited by a defense of “fair use”).
87 Id. at 9240 (statement of Sen. Ashcroft).
88 Id. at 9239.
must be limited to a court order requiring the termination of the
Internet access of a subscriber or account holder adjudged to have
engaged in infringing activity, or reasonable steps to block access from
within the United States to a specific online location outside the
United States adjudged to be infringing.\footnote{See 17 U.S.C. § 512(a) (2006); \textit{id.} § 512(j)(1)(B); see also Ellison v. Robertson, 357 F.3d 1072, 1076–77 (9th Cir. 2004) (noting that DMCA safe harbors include "transitory digital network communications").} For certain companies providing caching, or the “temporary storage of material on a system or
network controlled or operated by or for the service provider,” copy-
right liability is limited to injunctive relief to terminate access, block
access to a particular site, or minimally burdensome measures to pre-
vent or restrain infringement.\footnote{See 17 U.S.C. § 512(b) (2006); \textit{id.} § 512(j)(1)(A); see also Ellison, 357 F.3d at 1077 (noting that DMCA safe harbors include "system caching").}

The last two exemptions involve companies, such as Google or
Yahoo!, that provide “information location tools” including indexes,
hyperlinks, and directories;\footnote{See 17 U.S.C. § 512(d) (2006).} and companies such as YouTube that
“host” or store material on the Internet at the behest of their users.\footnote{See Ellison, 357 F.3d at 1077.} For these categories of companies, liability is limited to
injunctive relief similar to that available against “caching”\footnote{17 U.S.C. § 512(c–d) (2006); \textit{see also id.} § 512(j)(1)(A) (describing the scope of injunctive relief under DMCA).} on the condition
that the company doing the hosting or storing of material “does not
have actual knowledge that the material or an activity using the mate-
rial on the system or network is infringing,” is not “aware of facts or
circumstances from which infringing activity is apparent,” or “upon
obtaining such knowledge or awareness, acts expeditiously to remove,
or disable access to, the material.”\footnote{\textit{Id.} § 512(c)(1)(A); \textit{see also id.} § 512(d)(1) (using similar, but not identical, language to describe the liability of search websites).} The company doing the hosting
or storing may lose its exemption if it “receive[s] a financial benefit
directly attributable to the infringing activity, in a case in which the
service provider has the right and ability to control such activity.”\footnote{\textit{Id.} § 512(c)(1)(B); \textit{see also id.} § 512(d)(2) (using identical language to describe liability of search websites).}

The obligation to remove or disable access to material claimed to be
infringing is limited to situations in which the copyright owner pro-
vides a notification in a signed writing of the claimed infringement
that includes the contact information of the complainant, a list of the
works claimed to have been infringed, information reasonably suffi-
cient to permit the company to locate the material that is claimed to
be infringing, and a “statement that the complaining party has a good faith belief that use of the material in the manner complained of is not authorized by the copyright owner, its agent, or the law.”96

C. An Emerging Consensus That Copyright Holders Must Opt In to the Internet?

In 1999, a court issued a ruling that would incur substantial criticism for its secure-an-opt-in-or-suffer-copyright-liability model of the Internet and World Wide Web. In *Intellectual Reserve, Inc. v. Utah Lighthouse Ministry, Inc.*,97 the court stated that browsing a website may reproduce a copyrighted work by sending it to the memory of the browser’s computer, and that “in the absence of ownership of the copyright or express permission by licence [sic], such an act constitutes copyright infringement.”98 The court did not actually conclude that copyright infringement had occurred, however, only that the plaintiff had shown a sufficient likelihood of proving it at trial to warrant preliminary relief in its favor.99 Before concluding that this likelihood of success existed, the court focused on the fact that the defendants had previously been ordered to remove the allegedly infringing content from their site, that they had then “actively encouraged the infringement of plaintiff’s copyright,” and urged others to engage in “the copying and posting of copies of the allegedly infringing material on other websites.”100

The decision was problematic in several respects. First, it failed to account for the existing precedents on contributory and vicarious liability from *Sony* to the *Netcom* litigation. Another court cited these precedents in dismissing a copyright infringement claim premised upon hyperlinks to allegedly infringing content, noting that linking does not copy the linked-to site, and that “linking ‘is capable of substantial noninfringing uses’ and thus cannot support a claim for con-
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96 Id. § 512(c)(3)(A)(v); see also id. § 512(d)(2) (shielding a service provider for liability if it receives no financial benefit attributable to the infringement, subject to other requirements); id. § 512(c)(1) (providing that a service provider is not liable by reason of storage of copyrighted material by a user, in certain circumstances); id. § 512(d)(1) (providing that a service provider is not liable for linking to copyrighted material if it does not, inter alia, have actual knowledge of the infringement).
98 Id. at 1294 (citing MAI Sys. Corp. v. Peak Computer, Inc., 991 F.2d 511, 518 (9th Cir. 1993)).
99 Id. at 1292–93.
100 *Intellectual Reserve*, 75 F. Supp. 2d at 1294–95.
tributory infringement . . .”101 Second, the Intellectual Reserve court failed to recognize that a hyperlink to another site does not reproduce or display that site within the context of the linking site, a premise utilized by another court to reject copyright liability for hyperlinks erected without permission.102 Third, and most importantly, the court threatened to chill the development of the Internet and Web by adopting a rule that linking equals, or contributes to, copyright infringement. It was “frightening” in that “the court gave no consideration to the fair use (and First Amendment) concerns underlying the dispute.”103 These concerns are critical because a “link is merely a reference, like a footnote, and no one (one hopes) would contend that a footnote identifying where an allegedly infringing work may be found makes its author contributorily liable for copyright infringement.”104

In 2000, two important cases were decided in which courts held websites liable for allowing users to access or distribute copyrighted work whose owners had not authorized its inclusion on the site, or the Internet for that matter. In Los Angeles Times v. Free Republic,105 the defendants established an Internet discussion forum in which users could create webpages where newspaper articles could be posted and criticized or commented upon by the poster or other users.106 The “Referrer Reports” obtained by the defendants from the websites of the plaintiff newspapers, who sued for copyright infringement, showed that tens or even hundreds of Internet users were “referred” by defendants’ hyperlinks to plaintiffs’ websites each month.107 On that basis, and given the “transformative” nature of the criticism and

104 Id.; see also Mary Anne Bendotoff, Intellectual Reserve, Inc. v. Utah Lighthouse Ministry, Inc.: Fair Use, the First Amendment, and the Freedom to Link, 35 U.S.F. L. REV. 83, 94 (2000) (urging both reading the decision narrowly and treating it as a “warning” about the threat posed by copyright law to freedom of speech).
106 Id. at 1455–56.
commentary on the plaintiffs’ articles posted to their site, the defendants claimed that they facilitated fair uses of the articles.\textsuperscript{108} The court held that the failure to get permission for the use, the copying of the articles in their entirety, and the “lack of any significant transformation of the articles” at the time of first posting to defendants’ site meant that defendants were not engaging in fair use.\textsuperscript{109} The court betrayed its indifference to the Internet context and the economics of online content distribution by equating the distribution of news footage on videotape, which does not refer viewers to the footage creators’ television station, with quotations of newspaper articles on websites that include hyperlinks to the newspapers’ own sites, which does refer readers and expand the newspaper sites’ readership.\textsuperscript{110} It compounded the poor analogy by concluding that the plaintiffs’ declarations, which according to the court established merely that some of plaintiffs’ articles were available on defendants’ sites, also proved that defendants were not referring visitors to the plaintiffs’ sites, a fact that the declarations did not prove.\textsuperscript{111} The plaintiffs’ own server logs and internal experts, which established an increase in traffic due to referrals from defendants’ site and no evidence of “diversion” of traffic, actually refuted their conclusory declarations.\textsuperscript{112}

Similarly, in \textit{UMG Recordings v. MP3.com},\textsuperscript{113} the defendant copied the plaintiffs’ compact discs (CDs) in order to create a digital “locker” for music. Subscribers to the site could, after verifying that they owned the CD in question, listen to that CD without copying it to their hard drives.\textsuperscript{114} The court concluded that MP3.com had infringed the copyrights in the CDs by failing to request permission for the copying of the music onto MP3.com’s servers.\textsuperscript{115} The court rejected MP3.com’s argument that it was merely facilitating a fair use of the CDs by verifying each user’s ownership of a particular CD, and allowing them to listen to it on their computer rather than on a stereo, and without having to copy it to the hard drive.\textsuperscript{116} It empha-

\textsuperscript{108} \textit{Id.} at *6–11; see also \textit{Free Republic}, 54 U.S.P.Q.2d (BNA) at 1459–64, 1470–71 (reciting and dismissing the “transformative” argument).
\textsuperscript{109} \textit{Free Republic}, 54 U.S.P.Q.2d (BNA) at 1472.
\textsuperscript{110} \textit{Id.} (citing L.A. News Serv. v. Reuters Television Int’l, Ltd., 149 F.3d 987, 994 (9th Cir. 1998)).
\textsuperscript{111} \textit{See id.} at 1470–71.
\textsuperscript{112} \textit{See id.} at 1471.
\textsuperscript{113} \textit{92 F. Supp. 2d} 349 (S.D.N.Y. 2000).
\textsuperscript{114} \textit{See id.} at 350.
\textsuperscript{115} \textit{See id.; see also Jonathan Band, The Google Library Project: Both Sides of the Story, INFO. OUTLOOK}, June 1, 2006, at 35, 43 (describing how Google may distinguish its library project from MP3.com in terms of the transformative nature of the project).
\textsuperscript{116} \textit{See MP3.com}, 92 F. Supp. 2d at 350–53.
sized that “defendant’s activities on their face invade plaintiffs’ statutory right to license their copyrighted sound recordings to others for reproduction.” But the court failed utterly to grapple with the implications of new Internet technologies, or the potential benefit of such a service in making CDs even more useful and valuable. It simply mentioned in passing that plaintiffs had taken unspecified “steps” to license their music for some digital uses, without analyzing at all whether such licenses would enhance the value of CDs to a degree comparable to defendant’s digital “locker” service. Instead of coming to terms with how the Internet can improve the marketing and use of traditional media content, it equated MP3.com with the copying and selling of television news on videotapes to paying subscribers, a wholly inapposite comparison. MP3.com ultimately settled by paying over $150 million in statutory damages to the copyright owners, an unconstitutionally large $25,000 per CD.

117 Id. at 352.
118 See id. (refusing to analyze the “positive impact of defendant’s activities on plaintiffs’ prior market” because, whatever it is, it “in no way frees defendant to usurp a . . . market”).
119 Id.
120 See id. at 351 (citing L.A. News Serv. v. Reuters Television Int’l, Ltd. 149 F.3d 987, 993–94 (9th Cir. 1998)).
122 UMG Recordings, Inc. v. MP3.com, Inc., [1999–2000] Copyright L. Dec. (CCH) ¶ 28,141, at 32,845 (S.D.N.Y. Sept. 6, 2000) (considering a range of awards from $500 to $125,000 per CD before settling on a figure of $25,000 after considering balancing factors). The amount assessed was likely unconstitutional under more recent case law because it exceeded plaintiffs’ actual damages by a factor greater than ten times, because plaintiffs offered no proof of actual damages or physical injury, id. at finding no. 9, and because the average price per CD sold is only $15 or $16. See State Farm Mut. Auto. Ins. Co. v. Campbell, 538 U.S. 408, 425 (2003) (“Our jurisprudence and the principles it has now established demonstrate . . . that, in practice, few awards exceeding a single-digit ratio between punitive and compensatory damages, to a significant degree, will satisfy due process.”). The plaintiffs offered no proof of actual damages or physical injury. See UMG Recordings, [1999–2000] Copyright L. Dec. (CCH) at 32,845; see also Bridgeport Music v. Justin Combs Publ’g, 507 F.3d 470 (6th Cir. 2007) (striking down a disproportionate punitive damages award for common law copyright infringement and unfair competition claims); J. Cam Barker, Note, Grossly Excessive Penalties in the Battle Against Illegal File-Sharing: The Troubling Effects of Aggregating Minimum Statutory Damages for Copyright Infringement, 83 Tex. L. Rev. 525, 548 (2004) (asserting that noncompensatory damages in this context “heavily outweigh” the compensatory damages, thus implicating substantive due process).
D. The Shift Toward an Opt-Out Copyright System in the Napster Case

In the celebrated case *A&M Records, Inc. v. Napster, Inc.*, a federal appellate court ruled that the plaintiffs, all copyright owners, had to provide the defendant, a provider of a music search engine and file-sharing software, with notice of the specific works infringed on the defendants’ search engine before the defendant would be obligated to remove those works. The district court had initially addressed a request by several record labels and movie studios for a preliminary injunction restraining a distributor of peer-to-peer file-sharing software from providing the program, search engine, and server-based directory of user’s hard drives that people used to connect to one another’s computers and transfer song files. Napster had as many as 75 million users who shared up to 10,000 songs per second. Unlike MP3.com or Free Republic, however, Napster was not sued for having copied any works itself, but for incurring secondary or contributory/vicarious liability for alleged infringements by its users.

The district court enjoined Napster, pending trial, from “facilitating” the copying, downloading, distribution, or transmission of the plaintiffs’ music absent “express permission of the rights owner.” The court stated: “Defendant must insure that no work owned by plaintiffs which neither defendant nor Napster users have permission to use or distribute is uploaded or downloaded on Napster.”

The United States Court of Appeals for the Ninth Circuit partially affirmed and partially reversed the terms of the preliminary injunction and remanded for further proceedings to modify the injunction. Unlike the district court, the Ninth Circuit did not dispense with the legal requirement that a company charged with contributing to the infringement of another have “actual knowledge” of the spe-
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124 See id. at 901–02.
126 *Napster I*, 114 F. Supp. 2d at 927.
127 Id.
128 See *Napster II*, 239 F.3d 1004, 1011 (9th Cir. 2001).
ritical act of infringement, rather than there being merely a general climate of infringement. 130

The Ninth Circuit held that plaintiffs had only established a likelihood of success on their claims because Napster, "‘with knowledge of the infringing activity, induces, causes or materially contributes to the infringing conduct of another.’"131 The court declared that it would be entirely improper to, as the district court suggested, "impute the requisite level of knowledge to Napster merely because peer-to-peer file sharing technology may be used to infringe plaintiffs’ copyrights."132 It reasoned that "absent any specific information which identifies infringing activity, a computer system operator cannot be liable for contributory infringement merely because the structure of the system allows for the exchange of copyrighted information."133

Regarding the district court’s holding that Napster could be enjoined from benefiting financially from acts of infringement by users that it had the ability to prevent, the Ninth Circuit rejected the district court’s decision to place the entire burden on Napster to police its system for infringing files. Even without determining that Napster qualified for the DMCA’s safe harbor protections, the court imposed part of "the burden on plaintiffs to provide notice to Napster of copyrighted works and files containing such works available on the Napster system before Napster has the duty to disable access to the offending content."134 The court held "that if a computer system operator learns of specific infringing material available on his system and fails to purge such material from the system, the operator knows

130 Compare Napster I, 114 F. Supp. 2d at 918 (rejecting the defendants’ argument that because titles in the directory did not distinguish between infringing and noninfringing files, the defendant could not know it was infringing), with Napster II, 239 F.3d at 1019–21 ("We . . . will not impute the requisite level of knowledge to Napster merely because peer-to-peer file sharing technology may be used to infringe plaintiffs’ copyrights.").

131 Napster II, 239 F.3d at 1019 (quoting Gershwin Publ’g Corp. v. Columbia Artists Mgmt., Inc., 443 F.3d 1159, 1162 (2d Cir. 1971)). The court made this finding despite the fact that “[t]he instant appeal occurs at an early point in the proceedings and ‘the fully developed factual record may be materially different from that before the district court. . . .’” Id. at 1021 (omission in original) (quoting Sports Form, Inc. v. United Press Int’l, Inc., 686 F.2d 750, 753 (9th Cir. 1982)).

132 Id. at 1020–21. Compare id. (refusing to enjoin “simply because a computer network allows for infringing use” without a determination that an operator has sufficient knowledge of the infringing uses), with Napster I, 114 F. Supp. 2d at 916–19 (downplaying the potentially noninfringing uses of Napster as unimportant compared to the volume of infringing uses).

133 Napster II, 239 F.3d at 1021.

134 Id. at 1027.
of and contributes to direct infringement." The court refused to rule on whether Napster could claim the benefit of the DMCA, which, it said, may require copyright owners to give ISPs that host or index infringing material official notice of infringing activity in order to convey "knowledge or awareness of [the] activity," and give the ISPs' copyright compliance procedures a chance to work, before instituting litigation.

After the appeal, the district court entered a modified injunction requiring Napster to remove files from its directory and search engine once the plaintiffs provided the name of an infringing file, a certificate of copyright ownership for the work, and other information. That the district court established an opt-out framework is apparent from the terms of the injunctive relief. It obliged the plaintiffs to use reasonable measures to identify particular works or files by title and artist, placed the burden on some plaintiffs to identify which versions of songs they owned the rights in, and required Napster to compare plaintiffs' lists of works or files against its own search results. The court ordered Napster to remove the files identified by plaintiffs' submissions and its own searches from its search results. The court later expanded the injunction after Napster failed to comply with the modified injunction, and the Ninth Circuit affirmed the expanded injunction because Napster had not done all it could "to maximize the effectiveness of [its] filtering mechanism." Thus, only after the plaintiffs had clearly opted out of the Napster search engine, and the defendant had repeatedly failed to comply, was it found liable for its users' conduct.

Despite the courts' insistence on an opt-out model of copyright enforcement, the decision in Napster has been criticized on several
grounds. First, the district court announced a “zero tolerance” standard for infringement of properly noticed works. This standard has no place in high-technology markets where, as Napster correctly pointed out, courts should avoid “second-guessing ‘major technological innovations [that] alter the market for copyrighted materials.'” As Professor Lessig explained:

If 99.4 percent [compliance, which Napster achieved,] is not good enough, then this is a war on file-sharing technologies, not a war on copyright infringement. There is no way to assure that a p2p system is used 100 percent of the time in compliance with the law, any more than there is a way to assure that 100 percent of the VCRs or 100 percent of Xerox machines . . . are used in compliance with the law . . . . The court’s ruling means that we as a society must lose the benefits of p2p, even for the totally legal and beneficial uses they serve, simply to assure that there are zero copyright infringements caused by p2p.

Second, the Napster decision punished the company for, after obtaining knowledge of specific infringing files, contributing to the infringement of those files by making its software “networked” and “frequently updated,” and terminating the accounts of some alleged infringers in a way that demonstrated its right and ability to control infringement by its users. So-called “stand-alone” devices like the videocassette recorder in the Sony case, as well as decentralized networks like Kazaa and Grokster that create user-maintained directories and make it more difficult to monitor infringement, would be immune from claims of infringement under the decision, despite an equivalent or greater potential for infringement.

Third, and most importantly, the Napster decision facilitated an apparent collusive strategy between music labels to control the distri-

143 Lessig, supra note 54, at 74.
144 See Matthew Fagin et al., Beyond Napster: Using Antitrust Law to Advance and Enhance Online Music Distribution, 8 B.U. J. SCI. & TECH. L. 451, 480 (2002) (“[T]he Napster decision suggests that the more free-standing the technology, the more likely it will be to escape under Sony; however, in a networked world in which software is frequently updated by providers, and even devices . . . may be part of a network, one is inclined to speculate about how ‘free standing’ any technology will be—in particular, P2P technology.”).
145 See id.
The major record labels rejected a $1 billion offer from Napster to license their music, instead getting together to offer their own service “that lacked just about everything that makes online music downloads appealing.” When that failed, they licensed music for online distribution by Roxio (which acquired Napster), Apple, and other firms, but at licensing rates so high that the services lost money despite significant revenues.

**E. The Internet Matures: Courts Move to an Opt-Out Copyright System**

Since Napster, fair use and other defenses are widely available to Internet companies that do not disregard clear opt-outs by copyright holders. Courts have become more sophisticated about the Internet and its high-profile companies’ operations. As a result, leading cases decided since Napster have required that a search engine must be put on notice of specific instances of infringement before being held liable for its own conduct, or for that of its users. With respect to a search engine’s own conduct, the most important case is *Kelly v. Arriba Soft Corp.* In that case, a search engine for photographs and other
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146 See *In re Napster, Inc. Copyright Litig. (Napster IV)*, 191 F. Supp. 2d 1087, 1108–10 (N.D. Cal. 2002) (granting Napster’s motion for a continuance on the basis of its plausible charges that record companies were colluding to prevent the entry of other parties into the online music distribution business); see also Fagin et al., supra note 144, at 464–69, 492–95 (suggesting an anticompetitive potential of recording companies’ business and litigation strategies); Hannibal Travis, *Google Book Search and Fair Use: iTunes for Authors, or Napster for Books?*, 61 U. MIAMI L. REV. 87, 154–57 (2006) (discussing the recording industry’s fledgling attempts to set up an online music distribution business, the Justice Department’s initial investigation into possible anticompetitive behavior by the recording industry, and the Napster IV case).


149 336 F.3d 811 (9th Cir. 2003).
images reproduced as many images available on the Internet as its software could find and index, and then distributed and displayed the images to users searching for images on the Internet in thumbnail or reduced-scale form.\(^{150}\) The court held that the search engine was not liable for copying and creating the thumbnail previews of the plaintiff’s works where it deleted them as soon as the plaintiff complained, and its search engine was a fair use because it improved access to information on the Internet by making images searchable.\(^{151}\) The case supports the idea that “providing access to infringing websites” is still “transformative” and “does not amount to an abuse of the good faith and fair dealing underpinnings of the fair use doctrine.”\(^{152}\)

With respect to software providers’ liability for their users’ conduct, the Supreme Court made it clear in \textit{Metro-Goldwyn-Mayer Studios Inc. v. Grokster, Ltd.}\(^{153}\) that the most important question is whether the provider “acted with a purpose to cause copyright violations,”\(^{154}\) including by failing to block specific copyrighted files after “it received threatening notice from the copyright holders.”\(^{155}\) The court reaffirmed its conclusion in \textit{Sony} that “mere knowledge of infringing potential or of actual infringing uses would not be enough . . . to subject a distributor to liability,” so that “purposeful infringement” is necessary.\(^{156}\) Indeed, the defendants in \textit{Grokster} declared that most downloads using their software were infringing; the defendants were provided with lists of eight million specific copyrighted files they were accused of infringing by the plaintiffs and distributed advertisements and guidance on how to download and play popular copyrighted music and movies.\(^{157}\) The plaintiffs and the United States as amicus curiae, speaking through both the acting Solicitor General of the United States and the General Counsel of the U.S. Copyright Office, underlined the defendants’ knowledge:

> According to petitioners, moreover, the evidence shows that respondents’ networks have been “designed and modified to best enable

\(^{150}\) See \textit{id.} at 815–16 (describing the operation of the Arriba image search engine).

\(^{151}\) See \textit{id.} at 820 (“This first factor [purpose and character of the use] weighs in favor of Arriba due to the public benefit of the search engine and the minimal loss of integrity to Kelly’s images.”).

\(^{152}\) \textit{Perfect 10, Inc. v. Amazon.com, Inc.}, 487 F.3d 701, 721 n.8 (9th Cir. 2007) (citing Kelly and distinguishing Video Pipeline, Inc. v. Buena Vista Home Entertainment, Inc., 342 F.3d 191, 198–200 (3d Cir. 2003)).


\(^{154}\) See \textit{id.} at 938.

\(^{155}\) \textit{Id.} at 926–27.

\(^{156}\) \textit{Id.} at 937.

\(^{157}\) See \textit{id.} at 923, 938.
and facilitate the infringement of copyrighted works," and that respondents have marketed their networks as optimally suited for infringement, such as by emphasizing the anonymity of copying and advertising how many tracks a search for Madonna retrieved on StreamCast as opposed to a legitimate service. Petitioners indicate that respondents “advised their users how to download copyrighted works, including *The Matrix*, *Blair Witch Project*, *Tomb Raider*, *Pearl Harbor*, *Lord of the Rings*, *Resident Evil*, and *Big Fat Liar*,” and “included in promotional materials search results featuring *The Eagles Greatest Hits* . . . as well as music by Sting, Puff Daddy, Shania Twain, Bruce Springsteen, Miles Davis, Carlos Santana, and John Lee Hooker.”

In the absence of such detailed knowledge and open encouragement of infringement, linking, facilitating access to, and even defending the legality in court of infringing material made available over an ISP’s system does not implicate the inducing infringement rule of *Grokster*. As the Ninth Circuit declared in 2007, absent such promotion or advertising of infringement, *Grokster* left unchanged the requirement that a “computer system operator” have “actual knowledge of specific infringing material” on its system, and fail to “take simple measures” to remove it.

---


159 See Universal Commc’n Sys., Inc. v. Lycos, Inc., 478 F.3d 413, 421 (1st Cir. 2007) (finding no ISP liability pursuant to the *Grokster* standard under these circumstances). As the court in *Lycos* stated:

Even assuming arguendo that active inducement could negate Section 230 immunity, it is clear that UCS has not alleged any acts by Lycos that come even close to constituting the “clear expression or other affirmative steps taken to foster” unlawful activity that would be necessary to find active inducement. UCS relies in part on . . . standard elements of web sites “with [both] lawful and unlawful potential,” and [which], without more, cannot form the basis to find inducement. UCS’s complaint also cites the fact that Lycos has taken legal action to protect its subscribers, including moving to quash subpoenas and intervening in relevant cases. Actions taken to protect subscribers’ legal rights, however, cannot be construed as inducement of unlawful activity, and UCS does not allege that Lycos lacked a reasonable basis for its legal activities.

*Id.* (citing *Grokster*, 545 U.S. at 919, 937) (citations omitted).

160 Perfect 10, Inc. v. Amazon.com, Inc., 508 F.3d 1146, 1170–72 (9th Cir. 2007) (citing *Grokster*, 545 U.S. at 929–32); see also *Napster II*, 239 F.3d 1004, 1020–22 (9th Cir. 2001) (requiring knowledge of specific infringing activities before imposing liability for contributory infringement on a computer systems operator); *Netcom I*, 907 F.
Courts have applied similar principles of fair use and secondary liability, as well as the DMCA safe harbors, to hold that operators of electronic commerce sites that respond to opt-outs by removing vendors' infringing content are not liable for copyright infringement. When an adult magazine sued Amazon.com and Google for reproducing, indexing, and displaying, in reduced-size files, its copyrighted photographs, the courts refused to hold the Internet companies liable for copyright infringement unless they knew of specific infringing images and failed to take "simple" steps to prevent users from accessing them.\textsuperscript{161} The courts reached similar results when the magazine sued ISPs, Web hosting companies, and credit card processing services for facilitating the infringement by websites of the magazine’s photographs, holding that as long as they developed reasonable policies for responding to infringement of specific files, they were protected by the DMCA and other copyright defenses and limitations.\textsuperscript{162} Thus, Amazon.com is similarly not liable for hosting third parties' products and notifying customers of where to buy infringing items, as long as it is not tolerant of specific instances of infringement.\textsuperscript{163} Nor can eBay

\textsuperscript{161} See Perfect 10, 508 F.3d at 1172 ("Google could be held contributorily liable if it had knowledge that infringing Perfect 10 images were available using its search engine, could take simple measures to prevent further damage to Perfect 10's copyrighted works, and failed to take such steps.").

\textsuperscript{162} See Perfect 10, Inc. v. Visa Int'l Serv. Ass'n, 494 F.3d 788 (9th Cir. 2007); Perfect 10, Inc. v. CCBill LLC, 488 F.3d 1102, 1110–17 (9th Cir. 2007). The court held in Visa that Perfect 10 could not sue operators of credit card processing services that enabled websites to earn profits from infringing reproduction, distribution, and display of plaintiff’s photographs, even though credit card companies "lend their names and logos to the offending websites and continue to allow their cards to be used to purchase infringing images despite actual knowledge of the infringement." Visa, 494 F.3d at 802. The defendants did not control the content of infringing sites. Id. at 803. “Dance hall” and other precedents cited by the plaintiff “were developed for a brick-and-mortar world, and, as the Napster and Grokster courts implicitly recognized by paying little attention to them, they do not lend themselves well to application in an electronic commerce context.” Id. at 798 n.9. In CCBill, the court held that, under the DMCA, a service provider qualified as a “safe harbor” if it “has a working notification system, a procedure for dealing with DMCA-complaint notifications, and if it does not actively prevent copyright owners from collecting information needed to issue such notifications.” CCBill, 488 F.3d at 1109.

\textsuperscript{163} See Corbis Corp. v. Amazon.com, Inc., 351 F. Supp. 2d 1090, 1104–05 (W.D. Wash. 2004) (immunizing Amazon from copyright infringement by third party shopkeepers under the DCMA because it did not actually know that specific vendors were
be found liable for infringing auctions that are readily identifiable by simple searches on its site, as long as it did not disregard notifications of specific infringing items.164

Other courts have reinforced the principle that ISPs should not be liable for content that they transmit or host absent knowing failures to respond to infringement or a direct financial benefit from the infringement going beyond normal business profits. For example, even if Google becomes aware that its search engine has indexed, and is reproducing and displaying preview text or images from, infringing websites, it does not become liable for infringement by the sites unless it “can take simple measures to prevent further damage to [the] copyrighted works, and failed to take such steps.”165 Absent such a purpose to infringe, Google is engaged in fair use.166

Promptly disabling access to works after receipt of a sufficiently particularized opt-out request shows good faith and is consistent with “socially valuable” fair use.167 Other ISPs never become liable for infringement, because they simply reproduce and transmit files from

164 See Hendrickson v. eBay, Inc., 165 F. Supp. 2d 1082, 1090–95 (C.D. Cal. 2001) (ruled that eBay, an online auction company, was entitled to the benefit of DMCA safe harbor where plaintiff’s notifications of copyright infringement and demand that defendant cease and desist from infringement did not provide particularized details on infringing items).

165 Perfect 10, 508 F.3d at 1172; see also Parker v. Google, Inc., 242 F. App’x 833, 837 & n.3 (3d Cir. 2007) (preventing the author of a book or article posted to the Internet, which Google reproduced for archival purposes and allowed others to access via its Internet service without the author’s permission, from suing Google in the absence of a showing that it disregarded the author’s notifications of specific infringing content, or that it had a much more “direct financial interest in the purported infringing activity”).

166 See Perfect 10, 508 F.3d at 1165–68 (citing Kelly v. Arriba Soft Corp., 336 F.3d 811, 815–16, 818–22 (9th Cir. 2003)) (describing search engines’ reproduction of materials as “fair uses” because they do “transformative” work on the materials that provides a “benefit to the public”).

one Internet user to another as a conduit, without retaining copies for more than a transitory life.\textsuperscript{168}

The DMCA safe harbors shield online services in the absence of the willful or purposeful disregard of copyrights, which courts define as failure to permit copyright holders to opt out of specific infringing postings.\textsuperscript{169} The legislative history of the DMCA makes clear that notifications of specific instances of infringement are necessary so that ISPs do not have to “make discriminating judgments about potential copyright infringement[ ].”\textsuperscript{170}

\textsuperscript{168} See CoStar Group, Inc. v. LoopNet, Inc., 375 F.3d 544, 550–51 (4th Cir. 2004) (“When an electronic infrastructure is designed and managed as a conduit of information and data that connects users over the Internet, the owner and manager of the conduit hardly ‘copies’ the information and data in the sense that it fixes a copy in its system of more than transitory duration.”); cf. Hecke v. Clear Channel Commc’ns., Inc., [2004–2005 Transfer Book] Copyright L. Dec. (CCH) ¶ 29,018, at 38,420 (S.D.N.Y. Apr. 26, 2005) (holding that a radio network was not liable for its own stations’ broadcast of an infringing song where the “stations make their own programming decisions” and the radio network did not control those programming decisions).

\textsuperscript{169} In Ellison v. Robertson, 357 F.3d 1072 (9th Cir. 2004), the court held that the ISP could only be liable for postings by its users if it “knew or had reason to know of the infringing activity taking place” on its network and “materially contributed to that infringing activity.” Id. at 1076–79. The court cast doubt on the plaintiff’s evidence that the defendant “received a direct financial benefit from the copyright infringement.” Id. at 1079. It also held that the defendant was entitled to DMCA safe harbor protections under section 512(a), and that a reasonable jury could find it entitled to the benefit of safe harbor protections under section 512(i) as well. Id. at 1080–81. See also Newborn v. Yahoo!, Inc., 391 F. Supp. 2d 181, 188–89 (D.D.C. 2005) (dismissing plaintiff’s copyright claims where plaintiff’s correspondence with defendant contained only “vague statements [that were] simply insufficient to put the defendants on notice of the claims against them” or to help them “determine which claims the plaintiff is asserting”); Online Policy Group v. Diebold, Inc., 337 F. Supp. 2d 1195, 1203–05 (N.D. Cal. 2004) (recognizing that an ISP enjoyed fair use and safe harbor protections when it hosted a website that republished copyrighted documents in order to expose problems with electronic voting software); Hendrickson, 165 F. Supp. 2d at 1089–92 (shielding eBay from copyright liability under the DMCA because plaintiff’s notifications of infringing auctions did not identify the infringing items with specificity); Arista Records, Inc. v. MP3Board, Inc., No. 00 CIV. 4660, 2002 WL 1997918, at *13 (S.D.N.Y. Aug. 29, 2002) (finding that a trial was needed on the issue of a website’s liability for providing hyperlinks to allegedly infringing music files where plaintiff’s notifications of the alleged infringements and opt-outs “named particular artists along with specified songs” and provided defendant “with the pages on MP3Board’s own site where the links appeared,” and questions remained about whether defendant’s knowledge of infringement precluded the application of the DMCA safe harbor).

IV. Opting Out of the Internet in the European Union

Insofar as most European countries lack a broad, general-purpose "fair use" exception, it would be surprising if they developed an opt-out framework for the Internet, as U.S. courts have done for the most part. Nevertheless, several lines of authority exist for the proposition that ISPs should not be liable for Internet content in the absence of a decision to disregard a notification of infringement, opt-out, or other clear warnings.

A. The Electronic Commerce Directive: Copyright Exemptions to Promote the Growth of Free Expression and the Internet

The European Community’s Electronic Commerce Directive (ECD) erects safe harbors for online intermediaries that are similar to those in the DMCA. The ECD’s recitals note that the free development and circulation of information services throughout the European Community is guaranteed by the basic principle of freedom of expression, as set forth in the Article 10(1) of the European Convention for the Protection of Human Rights and Fundamental Freedoms (ECHR). These information services, however, are threatened by legal “obstacles” including “divergences in legislation” and “legal uncertainty as to which national rules apply to such services.”

Like the DMCA, the ECD stipulates that providing access to a computer network or transmitting information over it, including

173 Id. art. 10, at 12.
174 Id. pmbl., at 1.
engaging in the transient storage or reproduction of the information for transmission, shall not give rise to monetary liability irrespective of notice of illegal activity.\textsuperscript{175} Injunctive relief to curtail infringement remains available.\textsuperscript{176} Similarly, transmitting information provided by users on a temporary and automatic basis shall not create monetary liability if

\begin{quote}
[the ISP] acts expeditiously to remove or to disable access to the information it has stored upon obtaining actual knowledge of the fact that the information at the initial source of the transmission has been removed from the network, or access to it has been disabled, or that a court or an administrative authority has ordered such removal or disablement.\textsuperscript{177}
\end{quote}

Similarly, an ISP will not be held liable for storing information submitted by a user as long as

\begin{quote}
[the provider] does not have actual knowledge of illegal activity or information and, as regards claims for damages, is not aware of facts or circumstances from which the illegal activity or information is apparent; or . . . upon obtaining such knowledge or awareness, acts expeditiously to remove or to disable access to the information.\textsuperscript{178}
\end{quote}

The ECD also provides that: “Member States shall not impose a general obligation on providers, when providing the services covered by Articles 12, 13 and 14, to monitor the information which they transmit or store, nor a general obligation actively to seek facts or circumstances indicating illegal activity.”\textsuperscript{179} It does not preclude injunctive or administrative relief aimed at preventing or terminating infringement, while stressing that any order or action terminating “the removal or disabling of access has to be undertaken in the observance of the principle of freedom of expression.”\textsuperscript{180}

The ECD’s emphasis upon “actual knowledge of illegal activity” was consistent with the existing jurisprudence of E.U. member states on the liability of intermediaries such as book publishers or ISPs for the actions of their authors or users. For example, in 1992, the German Supreme Court held that an intermediary has an interest in freedom of expression that overrides the interest of plaintiffs in holding publishers liable for information they may be presumed to “know” about because they published it. The case involved liability for

\textsuperscript{175} See id. art. 12, at 12.
\textsuperscript{176} See id. at 13.
\textsuperscript{177} Id. art. 13, at 13.
\textsuperscript{178} Id. art. 14, at 13.
\textsuperscript{179} Id. art. 15, at 13.
\textsuperscript{180} Id. pmbl., at 6.
infringing advertisements under the Act on Unfair Competition, but its reasoning applies with equal force to the copyright context. Similarly, the German Multimedia Act of 1997 provided that online intermediaries are only liable for third party content on their sites “if they have actual knowledge of the content and if the prevention of further dissemination is technically possible and can reasonably be expected of them.” Finally, the Swedish Act on Responsibility for Electronic Bulletin Boards of 1998 prohibited holding network providers liable for copyright infringement, and made other ISPs liable only for “obviously” infringing content that they could reasonably be expected to find given the size of their service.

Similar rules applied in online defamation cases prior to the ECD. The United Kingdom’s Defamation Act of 1996 allowed online intermediaries to enjoy the benefit of the “innocent dissemination” defense for distributors of hard copies, if the intermediary could show that it exercised reasonable care in its operations and had no knowledge or reason to know that it was facilitating the dissemination of defamatory material. Given that defamation can inflict even worse damage to an individual’s psyche and earning power than copyright infringement, it would be inequitable not to apply similar rules.

B. The European Convention on Human Rights: Establishing Extra-Statutory Exemptions from Copyright to Safeguard Freedom of Expression

Article 10 of the ECHR has been construed to create an exception to copyright needed to protect freedom of expression. Some

184 Koelman, supra note 182, at 26.
185 Lag om ansvar för elektroniska anslagstavlor (Svensk författningssamling [SFS] 1998:112) (Swed.).
186 Koelman, supra note 182, at 25.
188 Koelman, supra note 182, at 24.
189 P. Bernt Hugenholtz, Copyright and Freedom of Expression in Europe, in EXPANDING THE BOUNDARIES OF INTELLECTUAL PROPERTY 343, 354–58 (Rochelle C. Dreyfuss et al.
of the highest courts in the member states of the European Union have confirmed this interpretation or construction.\textsuperscript{190} Case law in France, Germany, and the United Kingdom mandates exceptions to copyright where necessary to safeguard freedom of expression and the public interest in access to information.\textsuperscript{191} The legal principles recognized and expounded upon by the courts in these cases are certain to be taken up and extended to resolve disputes regarding efforts by copyright holders to silence Internet criticism or commentary upon their works or practices.

The following represents a brief canvass of these authorities, based on the research of Professor Bernt Hugenholtz, Director of the Institute for Information Law at the University of Amsterdam.

In 1962, the Berlin District Court ruled that freedom of expression, protected by Article 5 of the German Basic Law,\textsuperscript{192} supplied an “extra-statutory justification” that could be asserted by a defendant accused of rebroadcasting a news report on television without authorization.\textsuperscript{193}

In 1968, the Berlin Court of Appeal allowed the unconsented reproduction and distribution of copyrighted cartoons in a “critical analysis” of press reports.\textsuperscript{194}

In 1985, the German Supreme Court endorsed the approaches of the Berlin District Court and the Berlin Court of Appeals by stating

\begin{footnotesize}
\begin{itemize}
\item \textsuperscript{192} Grundgesetz für die Bundesrepublik Deutschland [GG] [Basic Law] May 23, 1949, art. 5.
\item \textsuperscript{194} Id. (citing Kammergericht [KG] [Court of Appeal] Nov. 26, 1968, [1969] 54 Archiv für Urheber- Film-Funk-und Theaterrecht [UFITA] 296 (F.R.G.) (\textit{Bild Zeitung})).
\end{itemize}
\end{footnotesize}
that an "unusually urgent information need" may create "limits to copyright exceeding the express statutory limitations."195

In 1994, the District Court of Amsterdam stated that the freedom of expression and information assured by Article 10 of the ECHR may warrant creating an additional exception to copyright for reproductions and distributions of material that are necessary to engage in news reporting.196

In 1995 the Dutch Supreme Court announced a ruling that added a balancing-of-interests defense to trademark lawsuits despite the fact that no statutory exception to trademark rights applied under the facts of the case, which involved gray market goods.197 The court "confirmed that, in principle, trademarks and copyrights may conflict with Article 10 ECHR."198

In 1999, a Paris trial court rejected a copyright claim based on the reproduction and display of twelve copyrighted paintings on the national television network France 2 on the grounds that Article 10 preempted national law to the extent that it restricted television networks from educating the public about "important cultural events."199

Professor Hugenholtz summarizes these decisions with the conclusion: "Recent court decisions from Europe seem to suggest that freedom of expression and information, as guaranteed inter alia in the [ECHR], may under specific circumstances limit overbroad [copyright] protection."200

Since 2000, some of the highest courts in the European Union have again taken up this theme. As Michael Birnhack, the former co-director of the Haifa Center of Law & Technology has pointed out, the German Federal Constitutional Court has held that the freedom of expression and of artistic license guaranteed by Article 5 of the

196 See id. at 356–57 (citing Arrondissementsrechtbank [Rb.], Amsterdam [ordinary court of first instance and court of appeal to the Kantongerecht], 19 January 1994, [1994] Informatierecht/Ami 51 (Boogschutter)).
197 Id. at 353 (citing Dior/Evora, Hoge Raad der Nederlanden [HR] [Supreme Court of the Netherlands], 20 oktober 1995, NJ 682 (Dior/Evora)).
198 Id. at 357 (discussing the Dutch Supreme Court confirmation that, in principle, copyrights and trademarks may conflict with Article 10 of the ECHR (citing Dior/Evora, Hoge Raad der Nederlanden [HR] [Supreme Court of the Netherlands], 20 oktober 1995, NJ 682 (Dior/Evora))).
200 Id. at 343.
Basic Law trumps the otherwise valid right of a copyright holder to restrain the critical transformation of a script for another author’s play into a new script.201 Similarly, several French professors have also noted that case law now exists in France for the recognition of a non-statutory free speech exception to copyright in France.202 And the Court of Appeal of the United Kingdom has held that there is a place, beyond the express limitations contained in the U.K. Copyright Act, for “accommodat[ing] the right of freedom of expression” when it comes into conflict with copyright protections to which none of the express exceptions in the Act apply.203 A British professor has characterized the fair dealing exception in the United Kingdom as protecting “short extracts and long comments”204 in order to safeguard “expressive autonomy” and the “public interest.”205

Some more recent decisions of courts within the European Union have declined to recognize an extrastatutory defense to claims of copyright infringement in the interest of freedom of expression or access to information.206 According to Professors Alain Strowel and François Tulkens, in their survey of cases decided in Europe in 2003 and 2004 as well as Professor Lessig’s ideas about the intersection between IP and freedom of expression, civil law IP lawyers may not be taking freedom of expression very seriously, leading to a potential “backlash” against intellectual property.207 The backlash may come, they believe, because courts in Belgium, France, and Germany, in particular, are not always careful about recognizing the public interest in access to culture.208

201 See Birnhack, supra note 190, at 57 n.104 (citing Bundesverfassungsgericht [BVerfG] [federal constitutional court] June 29, 2000, BVerfGE 825/98 (Germania 3)).


203 Ashdown v. Telegraph Group Ltd., [2002] Q.B. 5, ¶ 45 (Court of Appeal); Birnhack, supra note 189, at 60.


205 Id.


207 Id. at 312–13 (citing LESSIG, supra note 54, at 225–27).

208 See id. at 298–313.
C. Applying the ECD and the European Convention on Human Rights: Crafting an Opt-Out Copyright System for the Internet in the European Union

Courts within the European Union have applied these principles from the ECD and the ECHR to reach conclusions similar to those arrived at by U.S. courts. Courts in several E.U. countries have ruled that distributors of technologies that may be used to infringe copyrights are not liable for their customers’ infringement absent “actual knowledge of a specific infringement at the time when the supplier could take action to prevent it.”

Courts in the Netherlands have issued rulings in this area that have attracted interest not simply in Europe, but in the United States as well. In 1996, the President of the District Court in the Hague held that “a hosting service provider does not directly infringe copyrights and may only be held liable if he knows or has a reason to know of the actual wrongful act taking place over its installations.” The court explained that

[ISPs] do nothing more than to give the opportunity [for] publication and ... in principle, they can exert no influence over, nor have knowledge of, what the person who gain[s] access to Internet through them, will supply.

In principle, therefore, there is no reason to hold them responsible for wrongful acts of users, e.g. copyright infringements by third parties.

A responsibility might be assumed in a situation where it is unequivocally clear that a publication of a user is wrongful and where it can be assumed with reason that such is known to the access provider, for instance because someone has notified the provider of this. In such cases, Internet access providers might be requested to take steps against the user in question.


211 Koelman, supra note 182, at 20 (citing Church of Spiritual Tech./Dataweb B.V., Arrondissementsrechtbank [Rb.] [ordinary court of first instance and court of appeal to the Kantongerecht], Hague, 12 maart 1996, http://www.spaink.net/cos/verd1eng.html (Neth.) (Church of Spiritual Tech./Dataweb B.V.)).

212 Church of Spiritual Tech./Dataweb B.V., Arrondissementsrechtbank [Rb.] [ordinary court of first instance and court of appeal to the Kantongerecht], Hague,
The Hague court sitting in full procedure (Bodemprocedure) agreed with the President of the District Court, stating as follows:

The court first notes that the activities of the Service Providers with regard to this case are limited to providing information from and/or to its users and the storage of this information. The Service Providers do not select the information and do not process it either. . . . In these circumstances the Service Providers do not do the publishing themselves, but only provide the opportunity for publication.

The court further believes that the activities of the Service Providers do not involve a copyright relevant reproduction. . . . The court finds support for this position in that stipulated in art. 5 paragraph 1 of the amended proposal for a Directive of the European Parliament and Council on the harmonisation of certain aspects of copyright and related rights in the information society, submitted by the Commission of the European Communities on 21 May 1999 . . . .

This does not detract from the fact that the Service Provider, who does not reproduce or publish material himself, nevertheless can be bound to assist and take adequate measures, on the grounds of the care that is fitting in the conduct of society, if he is notified that one of the users of his computer system is infringing copyright or otherwise acting unlawfully through the use of his home page . . . .

The article of the Copyright Directive referred to by the court exempts network transmissions and related reproductions such as temporary caching. Only after noting its resolution of the case in favor of the defendants did the court find no violation of the "right of the freedom of expression, as laid down in art. 10 of the [Convention]."

---


214 Copyright Directive, supra note 41, art. 5(1); see also Martin Sefterlen, Copyright, Limitations and the Three-Step Test 258 (2004) (explaining that the Copyright Directive “exempts temporary acts of reproduction, such as caching, for the purpose of enabling network transmissions and lawful uses”).

With respect to direct infringement by the Internet user who posts copyrighted material herself, the Dutch courts arrived at strikingly similar conclusions. Even assuming that the user posted infringing extracts of documents to the Internet, the “full procedure” court refused to award any relief to the copyright owner because after receiving notice of the owner’s infringement claim, the user removed the documents, basically mooting the owner’s claim “with no fear of a repetition.”

In 2003, the Court of Appeal for the Hague affirmed the judgment of the lower courts, emphasizing the severe threat to freedom of expression posed by the prospect of ISP liability for users’ copyright violations. The court declared at the outset that Article 10 of the ECHR guarantees “the right of freedom of information,” and that “[i]n particular cases it is conceivable that assertion of the copyright, such as a ban on infringement, must yield to the freedom of information.” Any limitation on the freedom of information must be “necessary in a democratic society,” meaning that it has to be directed at a “'pressing social need'” and be “'proportionate'” to that aim. The court then held that the Internet user’s quotations from Scientology’s copyrighted works were lawful because she intended them to provide information on “the Scientology doctrine and the procedure in the Scientology organisation.”

216 Id. The President of the District Court of the Hague had reached a similar conclusion, stating:

It is also a matter of fact that defendant, when the plaintiffs—after thereto pressed by the defendants—had given a better basis for their copyright claims, has modified her homepage drastically.

That she now violates the copyright of any of the plaintiffs has not been made plausible. Insofar as she still is quoting literally from protected works, these passages are nothing more than quotes that, considering the context in which they are being used, fall under the exempt ruling of art. 15A of the Copyright Law.


218 Id. § 8.2.


220 Id. § 8.4.
power over Scientology members and to prevent discussions about Scientology’s doctrine and practices."

The Court of Appeals’ decision was even more significant on the issue of ISP liability. The court rejected the idea of this overextension of copyright liability outright, and without regard to an ISP’s actual or constructive knowledge of infringement:

In the Court’s opinion, service providers only provide the technical facilities for others to expose information. Therefore it does not seem right to consider them as being equivalent to publishers, who themselves publish. This view is in accordance with the Agreed Statement with Art. 8 of the WIPO Copyright Treaty:

“It is understood that the mere provision of physical facilities for enabling or making a communication does not in itself amount to communication within the meaning of this Treaty or the Berne Convention.”

Since the quotations Spaink used did not infringe the copyright, there can not be any infringement of copyright by the providers either.

The Supreme Court of the Netherlands adopted similar principles for the resolution of the case involving a principal heir to Napster’s user base, Kazaa. The court found no liability, employing an analysis very similar to that of the U.S. Supreme Court in Sony and the lower courts’ decisions applying it in Grokster. As the Associated Press reported, the music industry wanted the Dutch Supreme Court to rule that Kazaa should be held liable for copyright infringement for failing to police its system for—and filter out—copyrighted works. The court refused, endorsing a 2002 decision by an appeals court that no liability to the copyright owners could be imposed on Kazaa. The appeals court had reversed the decision of the President of the District Court of Amsterdam that forced Kazaa to shut down its web-

221 Id.
222 Id.
225 See Dutch Court, supra note 223.
226 Id.
based file-sharing software.  

The court of appeals had reached a conclusion very similar to that of the U.S. Supreme Court in *Sony*.

Kazaa justly contests the president’s consideration that . . . by giving its users the opportunity of downloading music files by means of its computer program without a license, Kazaa acts contrary to copyright. Insofar as there are acts that are relevant to copyright such acts are performed by those who use the computer program and not by Kazaa. Providing the means for publication or reproduction of copyrighted works is not an act of publication or reproduction in its own right. Also, it is not true, that is for the moment it cannot be assumed to be true, that the Kazaa computer program is exclusively used for downloading copyrighted works. In its appeal, Kazaa presented a large number of examples (exhibits 17 and 18) of works that were distributed by means of Kazaa either with the author’s permission or that are part of the public domain, or that are not copyrighted or of which the distribution is permitted under a legal limitation to copyright.

The Dutch Supreme Court cited the *Sony* case and the district court decision in *Grokster* (the U.S. Supreme Court had not yet issued its decision) in support of its judgment.

In Germany, a district court for Hamburg rejected a claim brought by a major scientific publisher against Google for its Google Book Search functionality. Google has reached agreements with many libraries and library systems in the United States, Europe, and elsewhere to scan millions of public domain and copyrighted books, and to make them searchable and capable of being read in full or previewed in short fragments, depending on the copyright status of the particular book. Unsatisfied with Google’s efforts to limit reading of copyrighted books to a few lines around each search term, the German publisher sought an injunction against Google, with the support of a German publishing trade association. The German court rejected the request, noting that Google removed book previews after


228 *Id.* ¶ 4.9; see *supra* notes 69–70 and accompanying text.


receiving copyright complaints, and that in any event it only made available very small and fragmentary previews of particular pages.\textsuperscript{231}

In the United Kingdom, one of the most notable opinions deals with defamation rather than intellectual property. In addressing defamation claims against several ISPs including AOL, British Telecom (BT), and Tiscali, the court found that the ISPs were entitled to defenses under the regulations implementing the ECD in Britain. The court declared:

> When considering the internet, it is so often necessary to resort to analogies which, in the nature of things, are unlikely to be complete. That is because the internet is a new phenomenon. Nevertheless, an analogy has been drawn in this case with the postal services. That is to say, ISPs do not participate in the process of publication as such, but merely act as facilitators in a similar way to the postal services. They provide a means of transmitting communications without in any way participating in that process.

> “There is . . . a line of authority arising out of intellectual property cases in the United Kingdom to the effect that persons who \textit{procure} the commission of torts are liable jointly and severally with the principle tortfeasor, while persons who merely \textit{facilitate} the commission of such torts are not exposed to liability. It is possible that this line of authority might apply to defamation law. If so, telephone carriers might be mere facilitators of defamatory telephone calls, and so not capable of being held liable as publishers.”

. . .

. . . I turn first to the Electronic Commerce (EC Directive) Regulations 2002, which came into force in August of that year. They define the circumstances in which internet intermediaries should be held accountable for material which is hosted, cached, or carried by them but which they did not create. The protection which these regulations afford is not confined to the publication of defamatory material. They embrace other illegal material, such as child pornography or the infringement of intellectual property rights.\textsuperscript{232}


The court acknowledged that ISP liability might exist under the ECD, but not under the particular facts alleged, which involved insufficient “awareness” or “editorial responsibility.”

In France, courts have applied Article 6 of the Law for Confidence in the Digital Economy to restrict the liability of online intermediaries to cases of “actual knowledge,” “obviously illicit” content, or failure to promptly take down information upon receiving complaints. A Paris court held in 2006 in a case involving alleged privacy violations by a blog hosted on Google France, that

under the terms of article 6 of the law of June 21, 2004 on confidence in the digital economy, the host is not responsible for the contents of the site it only hosts; [but] it is held to withdraw the stored data or to make their access impossible as from the moment

233  See id. ¶¶ 22, 39–74.
when it is informed of their obviously illicit nature or if a decision of court orders that.\textsuperscript{236}

Similarly, in a case involving alleged defamation and invasion of privacy by Wikipedia, another Paris court held that an ISP is not liable for information it hosts in the absence of “actual knowledge” of its illegality.\textsuperscript{237} The court declared that under section 6-I.2 of the Act for Confidence in the Digital Economy, hosting providers have no “general obligation to monitor the information stored, or to search for facts or circumstances indicating illegal activity.”\textsuperscript{238} In November 2007 the Court of Appeal for Paris held that eBay Europe and eBay France, acting as intermediaries for online auctions, are entitled under “article 6-I.2 of the law of the 21 [June] 2004 for confidence in the digital economy,” to offer facilities for the storage of “messages . . . provided by recipients of [their] services” without thereby incurring

civil liability because of the stored activities or information at the request for a recipient for these services if [eBay Europe and eBay France lacked] knowledge of their illicit nature or facts and circumstances revealing this character or if, as of the moment when they were informed of it, they acted promptly to withdraw these data or to make access to them impossible.\textsuperscript{239}

Finally, in a December 2007 case involving Arnaques.com, the Court of Appeal for Versailles ruled that under article 6-I.2 of the Act for Confidence in the Digital Economy ISPs could not incur civil liability because of information stored at the request of a user of these services if they did not have knowledge of the illegality or “facts and circumstances revealing this character, or if, as of the moment when they were informed of it, they acted promptly to withdraw these data or to make [access to them] impossible,” and that an ISP is entitled to

\begin{itemize}
  \item \textsuperscript{237} See Zaffagni, supra note 235.
  \item \textsuperscript{238} Tribunal de grande instance [T.G.I.] [ordinary court of original jurisdiction] Paris, Oct. 29, 2007, http://www.juriscom.net/documents/tgiparis20071029.pdf (Wikimedia Foundation Inc.) (translation by Juriscom.net with my alterations). Some language in the court’s opinion could be construed as suggesting that liability might exist if the illegality was clearly apparent. \textit{Id.}
\end{itemize}
“precision as for the facts complained of and their site [i.e. location].”

The French counterpart to the U.S. doctrine of fair use also provides a defense to computer-based and online services for their role in aggregating information. In 1985, the French Cour de Cassation held that the inclusion and categorization of excerpts of copyrighted newspaper articles in a computer database fell within the exemption for informative “analyses and brief quotations” because the “bringing together and classifying” of the excerpts was analogous to other forms of commentary on a work. Along with Article 6 of the Act on Confidence in the Digital Economy, the “analyses and brief quotations” exception should help undergird Google’s defense of cases in France against its Google Book Search and Google Video information services.

These cases, taken together, could be understood as establishing a framework for resolving copyright cases against Internet companies that is not too far removed from the framework that is evolving in the United States. First, Article 15 of the ECD, as construed by the French and Belgian tribunals, makes clear that ISPs have no obligation to actively monitor their services and proactively seek out infringements. Second, the Dutch Supreme Court has made clear that Sony, which focuses on the knowledge of the ISP of infringement and its intention to permit it—and not the fact that its service is capable of facilitating infringement—provides an appropriate set of principles for resolving similar cases within the European Union.

---


241 Lucas et al., supra note 171, at FRA-127 (internal quotation marks omitted). The exemption referred to is Article L. 122-5(3)(a) of the French Intellectual Property Code. See id. at FRA-126.


244 See supra notes 223–29 and accompanying text. Although Sony’s discussion of vicarious liability for infringement (as opposed to contributory liability) did not
Dutch courts in the Scientology and Kazaa matters properly distinguished between an Internet user’s acts of publishing material to other users, and an Internet company’s role in facilitating or enhancing the reach of such publication, which should give rise to copyright liability, if at all, only upon disregard of an unambiguous user infringement. Finally, the French and Dutch courts have clarified that Internet users or companies maintaining databases have a right to quote from or categorize copyrighted works in their own right without incurring liability, just as the U.S. court in *Kelly v. Arriba Soft Corp.* deemed the indexing and display of information by an Internet company to be a fair use because it improves access to the information, particularly where the company respects clear opt-outs from its index so as to manifest an intention to comply with the law.\(^{245}\) This also parallels the conclusions of the recent federal decisions in the United States on the potential liability of Google for providing its storage and search engine features.\(^{246}\)

On the other hand, there is a line of cases in the European Union that could be read to reject the framework established in the *Scientology*, *Kazaa*, and the French database and *Wikipedia* cases. These cases range from the Google News case in Belgium (also known as the *Copiepresse* case) to the *MySpace* and *DailyMotion* cases in France, and the *Paperboy* case in Germany. They establish what could become an alternative framework for resolving Internet copyright disputes. It would hold intermediaries such as *MySpace* or *YouTube* liable for

always make knowledge or purpose to infringe a requirement, the Court articulated a standard based on knowledge and intent. *Sony Corp. of Am. v. Universal City Studios, Inc.*, 464 U.S. 417, 435 n.17, 439 (1984).

---

\(^{245}\) See supra notes 217, 241 and accompanying text; see also Tribunal de première Instance de Bruxelles [court of first instance] Brussels, June 29, 2007, No. 04/8975/A (Belg.) (*La Société Belge des Auteurs, Compositeurs et Editeurs (SABAM) v. Tiscali*); Tribunal de grande instance [T.G.I.] [ordinary court of original jurisdiction] Paris, Oct. 29, 2007, http://www.juriscom.net/documents/tgiparis20071029.pdf (*Wikimedia Foundation Inc.*). The French court in *Wikimedia Foundation* cited Article 6-I-7 of the Law for Confidence in the Digital Economy, which states in French that ISPs are not under “une obligation générale de surveiller les informations qu’elles transmettent ou stockent, ni à une obligation générale de rechercher des faits ou des circonstances révélant des activités illicites.” That translates roughly, in English, to say that ISPs “are under no general obligation to monitor the information which they transmit or store, nor a general obligation actively to seek facts or circumstances indicating unlawful activity.” The Belgian court in *Tiscali* cited Article 15 of the ECD, which uses nearly the same language the French Law for Confidence in the Digital Economy.

facilitating and deriving a benefit from user uploads of infringing content.247

First, this framework would be less careful than the Dutch courts have been about not holding an online intermediary liable absent knowledge of specific illegal activity. The Paris Court of First Instance did this in two recent cases in which it acknowledged the absence of any duty by ISPs to monitor their services for illegal activity, but nevertheless held MySpace and DailyMotion (which is like YouTube) liable for facilitating and deriving a benefit from user uploads of infringing content.248 Similarly, in 2007 the Brussels Court of First Instance issued a somewhat less careful opinion from the perspective of intermediaries. It declared that while ISPs are under no “general obligation to monitor the network” under the ECD, and do not constitute the publisher or editor of content they transmit or store, they may nevertheless be obliged to employ technical measures to block or filter out infringing information.249

Second, this framework would regard Article 10(2) of the European Convention on Human Rights as compatible with extensive censorship of the Internet on copyright grounds, as a measure that is necessary to protect the “rights of others.”250 A prior Belgian case, Index v. Biblio, provides a precedent for this conclusion, even though the Copiepresse decision did not cite that case while arriving at a similar conclusion. In the Biblio case, the Belgium Supreme Court (Court of Cassation) found that the publisher of tax journals was entitled to an injunction against the maker of a database summarizing tax judgments and other materials from the plaintiffs’ journals.251 It rejected


248 See Strowel, supra note 247.


250 See Tribunal de première Instance de Bruxelles [court of first instance] Brussels, Feb. 15, 2007, No. 06/10 928/C (Belg.) (Copiepresse SCRL v. Google Inc.).

251 See Strowel & Tulkens, supra note 206, at 305.
the idea that copyright restricted freedom of expression within the meaning of Article 10 of the ECHR.252 Similarly, in France, a case that seems relevant to the MySpace and DailyMotion cases is Utrillo v. France 2, where the French Supreme Court rejected a Paris court’s ruling that Article 10 gave a television news broadcaster the right to display twelve copyrighted paintings in a story on an art exhibition.253

Third, the alternative framework would confine copyright exceptions—such as citations in a review of published work—as restrictively as possible. At least one court has opined that such a construction of copyright exceptions facilitates compliance with the Copyright Directive.254 For example, this framework would regard categorizing websites for searching purposes as a disfavored exception to copyright, compared to traditional exceptions like that for reviews of a book in the print press. As the Copiepresse decision stated, Google was not entitled to an exception to copyright because it “limits itself to listing the articles and classing them and this in an automatic way,” and “does not carry out any analysis, comparison or critique of these articles which are not commented on in any way.”255 Google or other online services would be denied the benefit of copyright exceptions for the reproduction of short fragments of works for purposes of news reporting; they would be required to get licenses because they are long-term enterprises.256 Print newspapers, however, could not be expected to seek licenses because of their publication deadlines.257 An analogous ruling by a district court in the United States denied XM Satellite Radio the benefit of its users’ right to make fair use of songs played over the radio by recording them for later listening, in disregard not only of Sony but also of the language of the Audio Home Recording Act of 1992.258

252 See Tribunal de première Instance de Bruxelles [court of first instance] Brussels, Feb. 15, 2007, No. 06/10 928/C (Belg.) (Copiepresse SCRL v. Google Inc.).
254 Tribunal de première Instance de Bruxelles [court of first instance] Brussels, Feb. 15, 2007, No. 06/10 928/C (Belg.) (Copiepresse SCRL v. Google Inc.) (citing Copyright Directive, supra note 41, art. 5.5).
255 Id.
256 Id.
257 Id.
Fourth, the alternative framework would disregard well-understood Internet standards for preventing the indexing or caching of websites, namely <meta> tags or robots.txt,\textsuperscript{259} because “copyright is not a right of opposition but a right for prior authorisation.”\textsuperscript{260} These standards are vital for the functioning of the Internet, because they establish an opt-out system for indexing websites and making them searchable without imposing an impossibly expensive requirement of prior authorization.\textsuperscript{261}

Fifth, it would adopt an expansive view of moral rights whereby any indexing or quotation from works is an illegal “amputation” and any author has the right to prevent any “modification” of her work even for the purpose of providing more information about it. Further, these moral rights do not require any damage to the author at all to be invoked.\textsuperscript{262}

Finally, it would impose monetary damages out of proportion to actual losses inflicted by the defendant. For example, Google News was charged 25,000 Euros for each day plaintiff’s material was on the site.\textsuperscript{263}

As should be clear from merely describing this alternative framework, it is a recipe for outlawing the Internet in the European Union, at least outside of the Netherlands. Litigation of the type instituted by the Belgian newspapers, should it be imitated by other entities desiring to obtain damages from Google or other Internet companies for incidental copying of their works in the course of indexing the Web, could result in nearly unlimited copyright liability and a substantial disincentive to innovation. From a U.S. perspective, perhaps it would be cause for celebration that E.U. courts should go out of their way to ensure that the United States will preserve its leadership in the Internet search and e-commerce markets, as companies based in the right law that ‘all who derive value from a copyrighted work should pay for that use’” (quoting Video Pipeline, Inc. v. Buena Vista Home Entm’t, Inc., 192 F. Supp. 2d 321, 323 (D.N.J. 2002); Paul Goldstein, Goldstein on Copyright § 7.7.2 (3d ed. 2005 & Supp. 2006))).

\textsuperscript{259} See Samuel Blakson, Meta Tags 57–59 (2007).

\textsuperscript{260} Tribunal de premi`ere Instance de Bruxelles [court of first instance] Brussels, Feb. 15, 2007, No. 06/10 928/C (Belg.) (Copiepresse SCRL v. Google Inc.).


\textsuperscript{262} Tribunal de premi`ere Instance de Bruxelles [court of first instance] Brussels, Feb. 15, 2007, No. 06/10 928/C (Belg.) (Copiepresse SCRL v. Google Inc.).

\textsuperscript{263} Id.
European Union suffer crippling copyright liability and stifling regulation. Such a result, however, would hardly be consistent with the European Union’s declared policy of promoting freedom of expression using “information society services,” and removing the “legal obstacles” and “legal uncertainty” facing them.264

V. DO INTERNATIONAL TREATIES PROHIBIT AN OPT-OUT COPYRIGHT REGIME?

A. The International Law of Copyright Defenses and Safe Harbors

The World Intellectual Property Organization (WIPO) and several scholars have suggested that requiring notice of infringement to be tendered to an Internet company prior to obtaining judicial review of infringement claims may create a tension with international copyright treaties indicating that copyright formalities should not be imposed.265 They note that the Berne Convention for the Protection of Literary and Artistic Works (Berne Convention)266 and the WIPO Copyright Treaty (Copyright Treaty),267 as well as the Global Agreement on Tariffs and Trade annex on Trade-Related Aspects of Intellectual Property Rights (GATT-TRIPs),268 limit copyright exceptions and limitations to “certain special cases” that do not conflict with the “normal exploitation” of a work or “unreasonably prejudice” a copyright holder’s “legitimate interests.”269 These three criteria make up the “three-step test” for compliance of copyright exemptions and limi-

264 ECD, supra note 172, at 1.
265 WIPO, supra note 43.
tations with the Berne Convention, GATT-TRIPs, and the Copyright Treaty. These treaties also disfavor certain “formalities” imposed as a condition precedent to securing copyright protection.\footnote{Paul Edward Geller, International Copyright: An Introduction, in 1 International Copyright Law and Practice, supra note 171, at INT-193 to INT-194 (overstating the import of the Berne Convention by claiming that it “precludes all formalities that might serve as preconditions for exercising rights in a judicial action”).}

Despite the apparently sweeping language of the Berne Convention, Copyright Treaty, and GATT-TRIPs, the public interest oriented exemptions and limitations provided for in the DMCA, First Amendment, ECD, and ECHR may prevail for a couple of reasons.

One reason is that restricting Internet copyright liability to cases involving a decision to disregard prior notifications of infringement and requests to opt out may be perfectly consistent with the Berne Convention and other copyright treaties. The Berne Convention itself specifically permits legislative efforts to permit “fair” uses of books and other works in “publications, broadcasts, or sound or visual recordings.”\footnote{Berne Convention, supra note 266, art. 10(2); see also Douglas L. Rogers, Increasing Access to Knowledge Through Fair Use—Analyzing the Google Litigation to Unleash Developing Countries, 10 Tul. J. Tech. & Intell. Prop. 1, 52 (2007) (discussing the flexibility of the Berne Convention).} Cases such as \textit{Kelly v. Arriba Soft}, \textit{Field v. Google}, and \textit{Parker v. Google} confirm that respecting opt-outs makes otherwise infringing uses “fair.”\footnote{See supra notes 149–52, 161–66 and accompanying text.} The failure of states party to the Berne Convention and GATT-TRIPs to allege violations or institute proceedings against one another based on the DMCA or ECD is powerful evidence that exemptions for such new technologies do not violate the international copyright treaties.\footnote{See Vienna notes 149–52, 161–66 and accompanying text.} This is also evidenced by the decision of these same states not to challenge exemptions from copyright for other new technologies such as photocopying equipment, telecommunications facilities, audio or video recorders, blank CDs or DVDs, MP3 players, or home computers. In each instance, legislation could have been devised to comply with the Berne Convention and GATT-TRIPs by compensating copyright owners for unauthorized exploitation of their work using these devices, but such legislation has rarely been
enacted. Instead, state practice supports the legality of copyright exceptions designed to promote the uses of such new technologies for “research, education, libraries and other public-good uses.”

Moreover, the World Trade Organization (WTO) has held that exemptions based on a public policy such as promoting economic growth or innovation may be entirely inconsistent with the Berne Convention and GATT-TRIPs. The WTO concluded that the mere possibility of charging commercial enterprises more money for their exempt uses, and distributing the money to copyright holders, is insufficient evidence to support a finding that the exemption is inconsistent with “normal exploitation” of the work. Simply because one can imagine copyright holders earning extra revenue by exploiting their works by means of lawsuits and threats against Internet companies does not mean that such a scenario represents “normal exploita-
tion” of their works. If that were so, then the absence of liability for manufacturers of photocopying equipment, telephones, audio or video recorders, blank CDs or DVDs, MP3 players, or home computers would constitute violations of GATT-TRIPs and would give rise to WTO claims and counterclaims on a scale that dwarf the current trade war between the United States and China.277

B. Reconciling Specific National Limitations on Copyright with Broad Assertions of Exclusive Rights Under International Law

Copyright holders could claim exceedingly broad rights against Internet service providers under international law. Such an argument could be based on the principle that international treaties preempt any domestic copyright defenses that conflict with the “normal exploitation” of a work or “unreasonably prejudice” a copyright holder’s “legitimate interests.”278 Internet service providers may emphasize in response that all copyright limitations prejudice a copyright holder’s interest to some degree, and that international treaties do not preempt most such limits.

As the source of more specific and focused principles, copyright limitations such as the DMCA and ECD, rather than the vague language of the “three-step test” set forth in the Berne Convention, GATT-TRIPs, and the Copyright Treaty should control the resolution of Internet copyright disputes.279 The more specific rule takes precedence over the more general one under the maxim lex specialis derogat lex generalis.

---


278 Copyright Treaty, supra note 267, art. 10; GATT-TRIPs, supra note 268, at 1202; Berne Convention, supra note 266, art. 9.

279 See SENFTLEBEN, supra note 214, at 307 (characterizing the three-step test as “open-ended” and as “inevitably lead[ing] to unsatisfactory results”).
legi generali. For example, a German appellate court held that a unique procedure and statutory license covering digital reproductions using CD burners applied, notwithstanding copyright holders’ appeal to the vaguely worded “three-step-test” of the Berne Convention and TRIPS Agreement.

In the United States, where the DMCA safe harbors are embodied in a federal statute rather than an international directive promulgated by a treaty-based body, treaties and statutes are both the supreme laws of the land, among which the more specific generally controls. The U.S. Supreme Court construes the maxim *lex specialis derogat legi generali* as a “warning against applying a general provision when doing so would undermine limitations created by a more specific provision.” Under U.S. law, even a constitutional power may give way to a more specific statute, as when the claim to broad executive powers in the *Steel Seizure* case gave way to a more specific act of Congress.

In the European Union, a conflict between rules of international law would be at stake, and as the International Court of Justice has declared, “it is well understood that, in practice, rules of [general]
international law can, by agreement, be derogated from particular cases or as between particular parties.” 286 Even the right to life may be subject to this principle, for example, as respects the law of armed conflict. 287 The principal exceptions to this rule arise when a treaty provision embodies binding *jus cogens* norms or where a derogation based on a more specific municipal law would be inconsistent with the fundamental purpose of a treaty so as to run afoul of the duty to enact it in good faith. 288 Neither of these exceptions would apply to the DMCA or ECD as derogations from the Berne Convention, GATT-TRIPs, or the Copyright Treaty. The right to an opt-in, as opposed to an opt-out, system of copyright complaints hardly rises to the same level as genocide, torture, or slavery, 289 and is not needed to achieve the purpose of a copyright treaty.

Copyright limitations may also take precedence because they were enacted or re-enacted later in time than an allegedly inconsistent copyright treaty. The DMCA and ECD were ratified after the Berne Convention, GATT-TRIPs, and possibly the Copyright Treaty as well. Both the United States and most E.U. members signed and/or ratified the Berne Convention and GATT-TRIPs prior to enacting the DMCA or ECD, respectively. 290 They did the same with respect to the Copy-

---


288 A *jus cogens* norm “is a norm accepted and recognized by the international community of states as a whole as a norm from which no derogation is permitted and which can be modified only by a subsequent norm of general international law having the same character.” Sarei v. Rio Tinto, PLC, 487 F.3d 1193, 1198 n.2 (9th Cir. 2007) (quoting Siderman de Blake v. Republic of Argentina, 965 F.2d 699, 714 (9th Cir. 1992)), *reh’d granted en banc*, 487 F.3d 1193 (9th Cir. 2007). At the risk of being repetitive, the acquiescence of states party to these treaties in broad exemptions for reproduction and telecommunications facilities would belie any contention that allowing an exemption to exist for similar conduct in the Internet context would strike at the fundamental purpose of these treaties. *See* Reservations to the Convention on the Prevention and Punishment of the Crime of Genocide, Advisory Opinion, 1951 I.C.J. 15, 23 (28 May) (stating that derogation from a treaty that would undermine its fundamental purpose is invalid).

289 These are perhaps the most often-cited examples of *jus cogens* norms. *See, e.g.*, *Sarei*, 487 F.3d at 1197–1200; *Restatement (Third) of the Foreign Relations Law of the United States* § 702 (1987).

290 The United States had ratified the Berne Convention by 1989, see Berne Convention Implementation Act of 1988, Pub. L. No. 100-568, 102 Stat. 2853 (codified as amended in scattered sections of 17 U.S.C.), as most European countries had by a
right Treaty if you consider the date of signature and/or ratification (typically 1996 or 1998) rather than of entry into force (2002) to be controlling.291 Under the maxim lex posterior derogat legi anteriore, and the Supremacy Clause of the U.S. Constitution, a federal statute on point (such as the DMCA) or treaty may override a prior inconsistent treaty.292 As the U.S. Supreme Court has stated, “[A] treaty will be deemed to have been abrogated or modified by a later statute, unless [an inconsistent] purpose on the part of Congress has been clearly expressed.”293 It would be remarkable if either Congress or the European Union intended its specific legislation in the field of Internet copyright to have been rendered moot from the outset by the Berne Convention or TRIPS.294

Finally, adopting an absolutist approach to international copyright treaties would lead to incongruous results. It would mean that copyright may not be subjected to modest conditions or exceptions much earlier date, see Leonard D. DuBoff et al., Out of Unesco and Into Berne: Has United States Participation in the Berne Convention for International Copyright Protection Become Essential?, 4 Cardozo Arts & Ent. L.J. 203, 204 & n.9 (1985).


293 Cook v. United States, 288 U.S. 102, 120 (1933).

294 Notably, several U.S. courts have held that the Berne Convention provides no basis for overcoming specific statutory defenses to copyright claims once those defenses have been erected by Congress. See, e.g., Itar-Tass Russian News Agency v. Russian Kurier, Inc., 153 F.3d 82, 90 (2d Cir. 1998) (“‘No right or interest in a work eligible for protection under this title may be claimed by virtue of . . . the provisions of the Berne Convention. . . . Any rights in a work eligible for protection under this title that derive from this title . . . shall not be expanded or reduced by virtue of . . . the provisions of the Berne Convention.’” (quoting Berne Convention Implementation Act of 1988 § 4(a)(3), 17 U.S.C. § 104(c) (2006)) (alterations in original)).
such as those represented by the fair use or “brief quotations” defenses or safe harbors for online intermediaries, but that the rights of free expression and access to information could be trampled by unreasonably broad copyright liability. Why an economic right should take priority over a right fundamental to democracy in this manner is baffling. Freedom of expression is a “transcendent” right that serves as the basis of all others, even the right to life.

VI. THE FUTURE OF THE INTERNET: WILL DIGITAL LIBRARIES AND ONLINE VIDEOS SURVIVE?

In a spate of recent cases, copyright owners have sued Google for making—or allowing users to make—their texts or videos searchable and retrievable over the Internet. The plaintiffs in each of the cases allege that Google must seek permission from copyright owners prior to including their content in a search engine, rather than including it subject to a right of copyright owners to opt out. Google is responding to each of the cases with the argument that its purpose of improving accessibility of information over the Internet, coupled with the very limited amount of copyrighted material that it displays to its

295 Tribunal de première Instance de Bruxelles [court of first instance] Brussels, Feb. 15, 2007, No. 06/10 928/C (Belg.) (Copiepresse SCRL v. Google Inc.) (adopting this approach by subjecting freedom of expression to “formalities” imposed by copyright legislation); Hugenholtz, supra note 189, at 349 (criticizing this approach).

296 The Supreme Court of the United States has consistently maintained that freedom of expression is essential to a functioning democracy. See Pennekamp v. Florida, 328 U.S. 331, 353 (1946). Many scholars have noted that suppression of free expression and of the public’s access to information often results in massive violations of the right to life, because civil society is then hindered from correcting harmful policies by debating and deciding on reform efforts (Nazi Germany being the most obvious example). See, e.g., PATHS TO PEACE (Miriam Fendius Elman ed., 1997) (presenting numerous case studies suggesting that democracy and domestic policy have a large influence on peace); AMARTYA SEN, DEVELOPMENT AS FREEDOM 186–88 (1999) (describing the role of uncensored media and political dissidents in criticizing and reforming policies that lead to widespread starvation and death); Timothy Besley & Robin Burgess, Political Economy of Government Responsiveness: Theory and Evidence from India, 117 Q.J. OF ECON. 1415, 1422–45 (2002) (containing empirical data to similar effect); Amartya Sen, What’s the Point of Press Freedom? (May 3, 2004), http://www.wan-press.org/article3881.html?var_recherche=amartya+sen (“It is, thus, not at all astonishing that no substantial famine has ever occurred in any independent country with a democratic form of government and a relatively free press.”). But cf. Myhrovold Hanssen, A Critique of Amartya Sen’s Argument on Democracy and Famine of 1966-67 (June 2003), http://www.disasterdiplomacy.org/MyhrovoldHanssenBiharFamine.rtf (describing a famine in post-independence India when the press was probably freer than under British colonial censorship).
users, and the availability of an opt-out process, mean that its activities are protected as fair uses or pursuant to the DMCA safe havens.

A. Google News: Are Headlines and Story Leads Copyrightable?

The first of these Internet copyright cases filed against Google involved the international newsgathering service Agence France-Presse (AFP), which sought $17.5 million in damages for the alleged “reproduction and display of AFP headlines, story leads, and photographs on an Internet news aggregation service called Google News.” Google responded that AFP’s headlines and story leads were too short and fact-based to be copyrightable, that AFP had already licensed its content to the news sites linked to by Google in any event, that AFP and its licensees knew how to but failed to opt out of being located and linked to by Google, that any violation of AFP license agreements by news sites could not be attributed to Google given the DMCA safe havens, and that even assuming that Google reproduced or displayed AFP’s content without authorization, it increased the flow of traffic to AFP’s licensees—that is, made a fair use. In support of its motion for partial summary judgment, Google cited a number of cases holding that titles, headlines, and single paragraphs of copyrighted works are not protectable in the sense that copying them without more could give rise to an infringement lawsuit. Google’s expert witness also pointed out that Google users clicked on links to news articles, and visited the websites of the articles’ licensees as a result, about 400% more often when both the headlines and a snippet of text from the article were provided compared to when only a headline was provided. Although the parties settled on

undisclosed financial terms.\textsuperscript{301} Google’s arguments seemed to hold some promise of success, judging by the authorities it cited.

Within the European Union, a Belgian court has held Google liable for reproducing the headlines and snippets from news articles. The court concluded that indexing articles in Google News is not analogous to linking to or providing a searchable index of them hosted elsewhere in a manner that would likely be exempt from liability under the ECD. In that case, the court distinguished between cases involving an ISP that links users to third party content, and reproduction by the ISP itself.\textsuperscript{302} The court did not consider the sort of expert testimony Google prepared for the U.S. case regarding how aggregation in a news search engine enhances readership. Nor did it have to grapple with the U.S. case law on headlines and short paragraphs. One might predict that more sophisticated analyses will be forthcoming as courts within the European Union become more familiar with the statistical evidence and legal arguments against holding Internet service providers liable for copyright infringement based on their role as aggregators and categorizers of information.

\textbf{B. Google Book Search: Book Previews As Noninfringement and Fair Use}

Two cases filed in federal court in New York involve the allegation that Google’s efforts to expand its search engine into the domain of the printed word—which it calls Google Book Search—infinges the copyrights of authors and publishers.\textsuperscript{303} Google has reached agreements with more than seventeen library systems in the United States and European Union to scan millions of mostly public domain books, along with millions of copyrighted books held by the University

\textsuperscript{301} See McCarthy, supra note 297. As the settlement was reported, it allowed Google not only to continue what it was doing but also to “post AFP content . . . on other Google services.” \textit{Id}. Google has since created a special subsection of its website for AFP articles, located at http://afp.google.com.

\textsuperscript{302} See Tribunal de première Instance de Bruxelles [court of first instance] Brussels, Feb. 15, 2007, No. 06/10 928/C (Belg.) (\textit{Copiepresse SCRL v. Google Inc}).

of Michigan and University of California library systems. One case, filed by a number of publishers with the coordination of the Association of American Publishers, seeks an injunction against alleged infringement of copyrights when Google arrives at agreements with university libraries to scan books into digital format, makes the books searchable by keyword or bibliographic information, and displays “snippets” of text—a few lines—in response to users’ searches. The other case, filed by the Authors Guild on behalf of a handful of authors of prose and poetry, but requesting certification as a class action covering the authors of millions of books in the University of Michigan libraries, seeks statutory damages of up to $150,000 per book. Google claims to be acting conservatively with respect to copyright and tells authors and publishers: “We’re happy to remove your book from our [Library Project] search results at any time, just as we do for website publishers. You’ll need to ... identify[ ] yourself as the owner and let[ ] us know which books to exclude.” Authors and publishers object to this procedure, with the president of the Association of American Publishers stating, for example, that it “shifts the responsibility for preventing infringement to the copyright owner.

307 See Google Inc., Librarian Center (2006), http://www.google.com/librarian center/articles/0606_03.html (“Since whether a book is in the public domain is a tricky legal question, we err on the side of caution and display at most a few snippets until we have determined that the book has entered the public domain. These books may be in the public domain, but until we can be sure, we show them as if they are not.”).
rather than the user, turning every principle of copyright law on its ear."

Scholars writing about the case have generated a variety of arguments in support of each side’s contentions. There are many rea-


310 Compare, e.g., Band, supra note 115 (arguing that based on Kelly v. Arriba Soft and other case law, ‘Google’s copying of entire books into its database is reasonable for the purpose of the effective operation of the search engine, . . . will not diminish the market for the books, . . . [and] permit[s] owners to opt out of the Library Project altogether,’ so that a “court correctly applying the fair use doctrine as an equitable rule of reason should permit Google’s Library Project to proceed”), Bracha, supra note 12, at 1856–60 (defending Google’s opt-out framework for its book search functionality under existing law), Frank Pasquale, Copyright in an Era of Information Overload: Toward the Privileging of Categorizers, 60 VAND. L. REV. 135, 187–88 (2007) (“In a series of cases involving software, courts have protected users’ rights to make an intermediate copy of a work in order to reverse engineer its noncopyrightable elements . . . [and have held that] a software coder is entitled to make a copy of a work in order to discover how it works, and to replicate those elements of it that are not copyrightable. The doctrine appears tailor-made for the Google Library project, which intends not to provide full copies of copyrighted works to searchers, but only small snippets of text deemed relevant to their queries.”), and Travis, supra note 146, at 126–39 (arguing that Google Book Search’s “transformative” purpose to categorize and improve users’ understanding of and access to the universe of published books, coupled with fact that most books Google makes searchable are already published nonfiction works, absence of evidence of harm to book sales, and actual evidence of increased sales of searchable and preview-enabled books, render the project a fair use of copyrighted books), with Congressional Research Serv., The Google Book Search Project: Is Online Indexing a Fair Use Under Copyright Law? (2005), http://www.opencrets.com/rpts/RS22356_20051228.pdf (questioning the legality of the project), Elizabeth Hanratty, Google Library: Beyond Fair Use?, 2005 DUKE L. & TECH. REV. 10 (questioning the legality of Google’s scanning and display of snippets of library books), Manali Shah, Comment, Fair Use and the Google Book Search Project: The Case for Creating Digital Libraries, 15 COMM.LAW & CONTEMP. 569, 594–609 (2007) (questioning whether Google Book Search is fair use under existing four-factor test), Siva Vaidhyanathan, The Googlization of Everything and the Future of Copyright, 40 U.C. DAVIS L. REV. 1207, 1225–30 (2007) (arguing that “Google cannot win” against publishers and authors on the legality of its book search functionality), and Matt Williams, Recent
sons to believe, however, that Google Book Search may constitute a lawful use of library books to create an “information age” version of a card catalog.

First, Google is not displaying entire books, nor even entire pages from books, but merely bibliographic information about books along “with a few sentences of [a user-provided] search term in context.” This distinguishes Google’s case from cases typically cited by publishers and Google’s other critics as not finding a fair use, such as Napster, Grokster, or MP3.com, which involved the distribution of entire songs and albums, or Video Pipeline, which involved entire frames and scenes from motion pictures. Second, there is a long line of authority in American copyright law to the effect that the reproduction or display of paragraph-length snippets from copyrighted work is not an infringement standing alone and cannot give rise to a copyright lawsuit. Third, a finding of fair use is favored when only a
small portion or reduced-size version of a copyrighted work is distributed or displayed by the defendant, even though it may have reproduced the work in its entirety to reach that point.\textsuperscript{316} Fourth, fair use is more likely to be found where factual and nonfiction works are copied—as most of the library books copied by Google are—than where highly creative fictional or poetic works are.\textsuperscript{317} Fifth, the fact that book sales have increased substantially in the period since Google began scanning copyrighted books in July of 2004\textsuperscript{318} shows a lack of

\textsuperscript{316} Bill Graham Archives v. Dorling Kindersley Ltd., 448 F.3d 605, 613 (2d Cir. 2006) (finding that “copying the entirety of a work is sometimes necessary to make a fair use of the [work]” where the author of a book copied plaintiff’s work in its entirety in order to reproduce it in reduced-size form as part of a broader, transformative work canvassing not only plaintiff’s work but the work of many others as well); Kelly v. Arriba Soft Corp., 336 F.3d 811, 820–24 (9th Cir. 2003) (finding a display of plaintiff’s photographs in a miniaturized “thumbnail” form was a fair use in part because such a display was not an adequate substitute for viewing plaintiff’s works in their full-sized form); Ty, Inc. v. Publ’ns Int’l Ltd., 292 F.3d 512, 521 (7th Cir. 2002) (holding that defendant’s copying of plaintiff’s works in their entirety constituted no further use of plaintiff’s works than had to be made to “produce a marketable collectors’ guide” displaying plaintiff’s works in reduced-size form, and that “the cases are clear that a complete copy is not per se an unfair use”); Sega Enters. v. Accolade, 977 F.2d 1510, 1526–27 (9th Cir. 1992) (holding that where defendant engaged in “wholesale copying” of plaintiff’s software in order to produce compatible software, “[t]he fact that an entire work was copied does not . . . preclude finding a fair use. . . . In fact, where the ultimate (as opposed to direct) use is as limited as it was here, the factor is of very little weight”).

\textsuperscript{317} L.A. News Serv. v. KCAL-TV Channel 9, 108 F.3d 1119, 1122 (9th Cir. 1997) (finding that where defendant reproduces and displays copyrighted material that is “informational and factual and news,” this fact “strongly favors” a finding of fair use); Fin. Info. Inc. v. Moody’s Investors Serv., Inc., No. 81 Civ. 6001, 1984 WL 2119, at *5 (S.D.N.Y. Jan. 10, 1984), aff’d, 808 F.2d 204 (2d Cir. 1986) (“Since copyright protection for compilations of factual material is at odds with the basic thrust of the copyright laws, the scope of permissible fair use is greater . . . .” (citation omitted)); N.Y. Times Co. v. Roxbury Data Interface, Inc., 434 F. Supp. 217, 221 (D.N.J. 1977) (finding that defendant’s decision to reproduce a work that is “more of diligence than of originality or inventiveness” means that it enjoys “greater license to use portions of [it] under the fair use doctrine than . . . if a creative work had been involved”).

harm to their established markets and therefore a fair use.\textsuperscript{319} The book industry’s net revenues grew twice as fast as the overall economy in 2007.\textsuperscript{320} Although publishers may be able to imagine licensing deals with Google that would transfer huge sums of money to them, these deals should not be utilized to prevent a finding of fair use.\textsuperscript{321} Finally, and most importantly, the fact that Google is acting in the public interest by expanding access to information and comparison of books dictates a finding of fair use.\textsuperscript{322}

C. Google Video and YouTube: Inadequate Control Over Users’ Content

The last category of cases to be discussed here involves online video sites such as YouTube and Google Video. These sites obtain videos for users to watch in one of two ways: they either partner with copyright owners who supply specific clips for viewing with permis-

\begin{footnotesize}
\begin{enumerate}
\item[\textsuperscript{319}] Sony Corp. of Am. v. Universal City Studios, Inc., 464 U.S. 417, 449–50 & n.33 (1984) (“\textbf{[W]hen one considers . . . that \textbf{[taping television programs using a VCR to watch them later]} merely enables a viewer to see such a work which he had been invited to witness in its entirety free of charge, the fact that the entire work is reproduced, . . . does not have its ordinary effect of militating against a finding of fair use. . . . Moreover, the time-shifter no more steals the program by watching it once than does the live viewer . . . .”\textbf{)} (internal citation omitted).
\item[\textsuperscript{321}] \textit{See} Castle Rock Entm’t, Inc. v. Carol Publ’g Group, 150 F.3d 132, 141, 145 n.11 (2d Cir. 1998) (“Copyright owners may not preempt exploitation of transformative markets, which they would not ‘in general develop or license others to develop,’ by actually developing or licensing others to develop those markets. Thus, by developing or licensing a market for parody, news reporting, educational or other transformative uses of its own creative work, a copyright owner plainly cannot prevent others from entering those fair use markets.”); Leibovitz v. Paramount Pictures Corp., 137 F.3d 109, 117 (2d Cir. 1998) (holding that copyright holders are “not entitled to a licensing fee for a work that otherwise qualifies for the fair use defense,” because it is not a sufficient “argument for actual market harm . . . . that the defendant has deprived [the copyright holder] of a licensing fee”). \textbf{But cf.} Am. Geophysical Union v. Texaco, Inc., 60 F.3d 913, 930–31 (2d Cir. 1994) (holding that an impact on potential licensing royalties could be considered as weighing against a fair use finding where a workable market already existed for corporate photocopying centers to pay a licensing fee to copyright holders).
\item[\textsuperscript{322}] \textit{See} Online Policy Group v. Diebold, Inc., 337 F. Supp. 2d 1195, 1203 & n.14 (N.D. Cal. 2004) (holding that reproduction and distribution of a copyright owner’s works in their entirety was a fair use where done “\textit{for the purpose of informing the public about the problems associated with [plaintiff’s products]},” which was “\textit{in the public interest}”); Consumers Union of the U.S., Inc. v. Gen. Signal Corp., 724 F.2d 1044, 1050 (2d Cir. 1983) (“The scope of the [fair use] doctrine is undoubtedly wider when the interest conveyed relates to matters of high public concern . . . .”).
\end{enumerate}
\end{footnotesize}
sion, or they allow users to upload videos that may turn out to be copyrighted by a third party.\footnote{323} YouTube requires users to affirm and/or “warrant” that they, rather than YouTube, “own, or have the necessary licenses, rights, consents, and permissions to use and authorize YouTube to use” the videos they submit.\footnote{324} YouTube states that: “Anytime we become aware that a video or any part of a video on our site infringes the copyrights of a third party, we will take it down from the site.”\footnote{325} It instructs copyright owners: “If you believe that a video on the site infringes your copyright, send us a copyright notice and we will take it down.”\footnote{326}

After YouTube was purchased by Google Inc. for $1.65 billion, the entertainment conglomerate Viacom sued Google and YouTube for $1 billion in damages, alleging that more than 150,000 video clips to which Viacom owned the copyrights had been viewed more than 1.5 billion times on YouTube, without Viacom’s permission and without the payment of any compensation.\footnote{327} YouTube is facing many other complaints and/or notices of infringement, including those filed by NBC Universal, the photojournalists of the L.A. News Agency, the English Premier League, the National Music Publishers Association, Japanese broadcasters (which alleged that 30,000 infringing clips were on YouTube), etc.\footnote{328} Facing so many complaints, YouTube has developed copyright protection “tools” that help owners find allegedly infringing clips and prevent reloading of the same clip.\footnote{329}

Whether and to what extent YouTube may avail itself of the DMCA safe harbors and fair use doctrine is disputed. In one of the first judicial opinions to grapple with the issue, a court addressed You-

\begin{footnotes}


\footnote{325 Id.}

\footnote{326 Id.}


\footnote{329 See Viacom Complaint, \textit{supra} note 327, ¶ 40.}

\end{footnotes}
Tube’s motion for summary judgment based on the DMCA safe harbors. The court declined to grant YouTube’s motion, ruling that more factual development would be necessary before it could determine whether YouTube was disqualified from invoking the safe harbors because it had the “right and ability to control such activity” or received “a financial benefit directly attributable to the infringing activity.” The court declared that these tests required an examination of whether YouTube did more than simply exercise its right and ability to remove or block access to materials posted on its site or stored in its system, for example by detecting and prescreening allegedly infringing videos prior to any notification of infringement. As another online video site, Veoh, has pointed out, the mere fact that YouTube may delete allegedly infringing videos upon receiving notice, and filter them out to avoid resubmission, does not demonstrate the requisite control over postings under the DMCA:

The mere ability to control a central index does not give rise to the ability to control infringing content. [The Ninth Circuit Court of Appeals has] held that “Google’s ability to control its own index, search results, and webpages does not give Google the right to control the infringing acts of third parties even though that ability would allow Google to affect those infringing acts to some degree.”

Here, Veoh responded to notices of infringement. Veoh’s central index and its ability to terminate access to certain files only evidences an ability to control access to videos, not an ability to identify and terminate infringing videos.

Regarding fair use, there is every reason to believe that YouTube’s users are making fair use of copyrighted work, and that YouTube’s own role constitutes fair use given its decision to respect opt-outs. YouTube and its users are showing videos in greatly reduced size and resolution compared to television or DVD displays, for the distinct purpose of categorizing and making videos searchable, and will probably benefit the copyright owners whose short clips become well-known and popular on YouTube. In addition, many YouTube

331 Id. at *3–4 (citing 17 U.S.C. § 512(c)(1)(B) (2006)).
332 Id. at *3.
334 See Bill Graham Archives, LLC v. Dorling Kindersley Ltd., 448 F.3d 605, 608–27 (2d Cir. 2006) (finding a fair use for similar reasons); Kelly v. Arriba Soft, 336 F.3d 811, 818–25 (9th Cir. 2003) (same). Empirical research and evidence in litigated Internet copyright cases have revealed that even the downloading of entire copy-
videos are themselves parodies or are posted in order to permit users to append satirical, informative, or critical commentary about the videos or their stars.\textsuperscript{335} Readers doubting this fact are invited to type into YouTube’s search box the name of a famous politician or cultural icon in their community or nation.

As other scholars have suggested, Google may have a more difficult time establishing that YouTube is entitled to an exception from copyright under the law of the member states of the European Union. To the extent that those states lack a general-purpose fair use exception, some of the considerations that weigh heavily in Google’s favor in the United States may not be as persuasive.\textsuperscript{336} The Google News decision suggests that the copyright exceptions of the E.U. member states, to the extent that they focus on reviews, news reporting, and the like—rather than calling for a broad-ranging consideration of a use’s purpose and effects as in the United States—may be less likely to shield YouTube. Moreover, it also suggests that courts within the European Union may be less likely to confer a copyright exception based on freedom of exception on ISPs, particularly foreign ones, than on traditional media outlets, particularly those based in E.U. markets. Finally, its articulation of an apparently unlimited moral right to prevent online “amputation” of one’s work in the form of quotations or samples leaves little room for the survival of free-wheeling services like YouTube.


335 See \textit{Campbell v. Acuff-Rose Music, Inc.}, 510 U.S. 569, 586–88 (1994) (finding that parody is a transformative use of copyrighted work that supports a finding of fair use); Elvis Presley Enters., Inc. v. Passport Video, 349 F.3d 622, 628–29 (9th Cir. 2003) (finding that a display of television clips was transformative for fair use purposes where they were accompanied by commentary); Field v. Google Inc., 412 F. Supp. 2d 1106, 1118–23 (D. Nev. 2006) (improving access to information over the Internet is a transformative purpose consistent with fair use); Hofheinz v. A & E Television Networks, Inc., 146 F. Supp. 2d 442, 446–47 (S.D.N.Y. 2001) (finding that showing clips was fair use because it was done for “the transformative purpose of enabling the viewer to understand” the clips’ underlying subject matter); \textit{Netcom I}, 907 F. Supp. 1361, 1379 (N.D. Cal. 1995).

336 Ganley, \textit{supra} note 171, at 17–21 (discussing United Kingdom law).
D. Weighing the Benefits and Harms of an Opt-Out Copyright System for the Internet

American and European courts and policymakers face important choices in the coming years about the future of online services. They may elect to follow the lead of the U.S. courts in the Netcom, Napster, and search engine cases, and of the European courts in a variety of cases from Scientology through Google France, in recognizing adequate breathing space for innovative new technologies and freedom of expression in the digitally networked environment. Alternatively, they could adhere to the highly restrictive framework adopted by the Belgian court in the Copiepresse case. If the latter framework is adopted throughout the European Union, the economic and public policy effects will be manifold. This subpart briefly surveys some of the likely costs and benefits, while leaving more extended consideration of these costs and benefits to later works and other authors.

The costs of an opt-out rule fall into two main areas: those posed to the human rights of authors, and those posed to the economic efficiency of markets for copyrightable works. Human rights law recognizes that sometimes freedom of expression may need to be limited by laws absolutely necessary to protect the rights of others. To the extent that online intermediaries may enable widespread violations of the statutory rights of third parties, an opt-out rule may make it harder for such third parties to vindicate their rights by requiring ISPs to seek their permission prior to hosting their works. Similarly, some economic analyses of IP law contend that overuse of copyrighted or trademarked works without compensation threatens to prevent those creating new works from recouping their investment by charging prices in excess of the cost of reproducing the works. When authors or filmmakers must invest years of labor and thousands of dollars producing a work that is then forwarded around the Internet free of charge, further works may be abandoned as too costly to be made.


The benefits of an opt-out rule are ripe for further research. They include access to information, freedom of expression, efficiency and innovation, and jurisdictional uniformity.

First, an opt-out rule will allow more people to enjoy the vast new opportunities for broader access to information and to the means of mass communication that are opened up by Internet technologies. Making sites like YouTube or Wikipedia automatically liable for the postings of their users will result in widespread censorship and deletion of user postings, and the potential closure of these services as with Napster and Grokster. \(^{340}\) Applying the principles from the Belgian \textit{Copiepresse} case to Google Book Search or to search engines will also result in vast quantities of political, historical, cultural, and economic information being cleansed from the Internet and becoming unavailable. \(^{341}\) In the case of Google Book Search, it would mean that hundreds of thousands of copyrighted books that are out-of-print and may be available in only one or two libraries in the entire world could not be indexed by keyword for discovery on the Internet. \(^{342}\) With regard to YouTube, the free expression problem posed by a choice between seeking prior permission from every conceivable rights holder or suffering the full force of copyright liability for actions of its users, would shut down most of the site:

If YouTube, eBay, Yahoo!, Verizon, Comcast, and others face the prospect of tens of millions of dollars in statutory damages for hosting, carrying, or linking to content whose provenance they cannot determine, they will either go out of business or they will impose restrictions on the content they will carry sufficiently onerous that they would effectively lock down the Internet. \(^{343}\)


\(^{341}\) See Travis, \textit{supra} note 146, at 138–51; Travis, \textit{supra} note 340, at 1550–65.


The problem with holding online video sites automatically liable for their users’ videos is similar to the problem with holding book publishers liable for illegal acts committed by their authors. Specifically, sites like YouTube would be chilled from providing a forum for free-wheeling social and political speech by the threat of injunctive relief or onerous monetary liability.

Second, widespread adoption of the Belgian Copiepresse framework will mean that Internet-enabled innovation will be sharply curtailed, and the prospects will be quite bleak—not only for services like Google and YouTube, but also for Web 2.0 and the Internet in general. Europeans may continue to enjoy higher rates of broadband connectivity at lower prices, but they may not be able to participate as actively in starting new Web 2.0 sites as they would be if E.U. members enacted a broader fair use exception and construed online safe harbors more like U.S. courts do. Online services need not even be

---


346 Cf. N.Y. Times Co. v. Sullivan, 376 U.S. 254, 300 (1964) (explaining that minority groups’ expression could potentially be chilled if newspapers were held liable for the advertisements they published).


shut down entirely to be degraded and made less attractive to persons seeking to access information and express ideas, as the furor over the invasion of privacy triggered by Viacom’s subpoena of YouTube’s viewing records, broken down by time of viewing, login identifier, and Internet protocol address shows. Inquiries by courts and officials and investigations into communications made over the Internet threaten to chill users from utilizing the medium, lest their interests become known:

In this era of public apprehension about the scope of the USAPA-TRIOT Act, the FBI’s (now-retired) “Carnivore” Internet search program, and more recent highly-publicized admissions about political litmus tests at the Department of Justice, rational book buyers would have a non-speculative basis to fear that federal prosecutors and law enforcement agents have a secondary political agenda that could come into play when an opportunity presented itself. . . . If word were to spread over the Net—and it would—that the [government] had demanded and received Amazon’s list of customers and their personal purchases, the chilling effect on expressive e-commerce would frost keyboards across America. Fiery rhetoric quickly would follow and the nuances of the subpoena (as actually written and served) would be lost as the cyberdebate roiled itself to a furious boil. One might ask whether this court should concern itself with blogger outrage disproportionate to the government’s actual demand of Amazon. The logical answer is yes, it should: well-founded or not, rumors of an Orwellian federal criminal investigation into the reading habits of Amazon’s customers could frighten countless potential customers into canceling planned online book purchases, now and perhaps forever.

This prediction is borne out by the reaction to the court’s granting of the Viacom subpoena, which elicited so much fear and outrage that Viacom voluntarily withdrew its request for individualized viewing


350 In re Grand Jury Subpoena to Amazon.com, 246 F.R.D. at 570, 572–73.
records, which the court had already granted despite the palpable conflict with the First Amendment. Nor was concern limited to an overheated “cyberdebate”; an Associated Press headline was “Privacy Protections Disappear with a Judge’s Order.” As a YouTube video watched over 600,000 times asked rhetorically, who would shop at a bookstore, or attend a movie theater, where the guards searched one’s pockets, purse, and car?

Finally, the development of diverging principles for resolving Internet copyright disputes which may occur between the European Union, United States, and Asia, for example, if the Copiepresse framework becomes recognized as authoritative in the European Union, while the Arriba Soft framework persists in the United States, could distort the flow of capital away from the most talented innovators and most promising technologies. Strict opt-in rules would result in the flight of businesses and capital focused on investing in Internet technologies away from jurisdictions adopting them, and into opt-out or “free-for-all” jurisdictions. A substantial percentage of the world’s copyright infringement, including over the Internet, already occurs outside the United States or the European Union. Companies developing software and Internet services that implicate copyrights have sprouted up in various jurisdictions that offer differing levels of copyright protection, ranging from the quite strict to the nearly non-existent, from Norway and Russia to South Africa and South Korea.
Although courts in the European Union may attempt to exercise jurisdiction over content posted to the Internet in the United States or elsewhere, their ability to enforce monetary judgments may be questionable if companies remove their assets from the European Union in fear of its laws. Recognized principles for the enforcement of foreign judgments provide that enforcement will not occur if it violates the public policy of the state in which enforcement is sought, for example by contravening the First Amendment or DMCA.

CONCLUSION

We only have one life on Earth. There are billions of books, links, documents, videos, sounds, and images that might help us maximize it. People are collaborating socially, politically, professionally, and culturally on a constant basis using Internet services. The question confronting us is, will we support laws and policies that connect us to a universe of knowledge and communication in more efficient ways, or will we block search engines and new forms of Internet transmission from achieving their potential? Few of us are likely to make it into Oxford’s Bodleian library or onto the front line on Haifa Street anytime soon. Those who have made it there, from eyewitnesses and frustrated professionals with their video and still cameras, to Internet companies with their scanners and algorithms, want to share what they’ve found with us. With unlimited copyright liability, absent a requirement of knowing infringement of specific items, many or most of these experiences will be harder to find. Some, like suppressed


356 Yahoo! Inc. v. Ligue Contre le Racisme et L’Antisemitisme, 433 F.3d 1199 (9th Cir. 2006); Landgericht Manheim [LG] [trial court] Dec. 12, 2000, http://www.netlaw.de/urteile/lgma_05.htm (F.R.G.) (Gerald Fredrick Töben); David Satola, Legal Aspects of Internet Governance Reform, 12 INFO. POLITY 49 (2007).


combat footage and out-of-print books, will be totally lost. The intelligent development of copyright safe harbors in the United States and the European Union can prevent that from happening.
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